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Introduction

The Asynchronous Packet Assembler/Disassembler (PAD) module provides asynchronous communication over private or public data networks. Asynchronous PADs let multiple terminals, or ports, share a common X.25 communication trunk. The PAD can adapt to different types of devices through the assignment of a set of parameter values for each interface. Parameters also let you control the format of data transfer between a terminal and a computer and improve communication efficiency by reducing the number of packets generated over the network. You can configure these parameters according to your needs. They reside in a separate non-volatile memory.

The Asynchronous PAD supports 1988 Cxe "CCITT"CCITT Recommendations Xxe "X.3".3, xe "X.25"X.25, xe "X.28"X.28, xe "X.29"X.29, xe "X.121"X.121 (compatible with 1980 and 1984 specification) at Levels 1, 2 and 3 of the OSI Reference Model.

Specifications XE "Async PAD Specifications" 
X.25 Level 3 XE "X.25 Level 3" 
The PAD supports the following X.25 Level 3specifications:

· xe "SVC"SVCs or xe "PVC"PVCs,

· Single xe "level 3: logical channels"

xe "packet level: logical channels"Logical Channel,

· xe "level 3: address"

xe "packet level: address"Calling and called address size of up to 17 digits,

· xe "level 3: user data"

xe "packet level: user data"User Data of up to 12 characters (fast select off) or 124 characters (fast select enabled),

· xe "level 3: window size"

xe "packet level: window size"Window size: 1 to 7,

· xe "level 3: packet size"

xe "packet level: packet size"Packet size: 128 to 4096 bytes,

· xe "level 3: throughput class"

xe "packet level: throughput class"Throughput Class: 75 bps to 48 Kbps,

· xe "level 3: facilities"

xe "packet level: facilities"Reverse Charging,

· RPOA field selection: 4 digits,

· Network User ID (NUI): up to 16 characters supporting both Sprint and Northern Telecom NUI emulation,

· xe "level 3: facilities"

xe "packet level: facilities"Normal Closed User Group: 2 digits,

· Outgoing Closed User Group: 4 digits,

· Bilateral Closed User Group: 4 digits,

· Call, Reset and Clear Timers,

· Autocall Retry Counter,

· Fast Select,

· Restricted Response Fast Select,

· Charging Information,

· Transit Delay,

· xe "level 3: delivery confirmation"

xe "packet level: delivery confirmation"Delivery Confirmation (D-bit).

Asynchronous Interface

The PAD supports the following asynchronous interface specifications:

· Asynchronous, full duplex,

· xe "interface: RS-232-C/V.24"TIA-232-C/V.24,

· DTE/xe "interface: appearance"DCE hardware selectable,

· xe "interface: terminal connector"DB-25 female connector,

· xe "interface: terminal speed"300 to 115200 bps, auto baud or fixed speed,

· 7 orxe "interface: data bits" 8 data bits,

· xe "interface: terminal parity"Odd, even, mark, space or no parity,

· xe "interface: terminal stop bits"1 to 2 stop bits,

· Ring Indicator generation when configured as a DCE,

· xe "interface: flow control"Flow control: xe "CTS"RTS XE "RTS" /CTS, xe "XON/XOFF"XON/XOFF or None.

Asynchronous Protocol

The PAD supports the following Asynchronous Protocol specifications:

· Emulations: Packetizes VT100 PF key data streams in separate packets.

· xe "calls: automatic"Automatic calls: 16,

· xe "calls: mnemonic"Mnemonic calls: 16,

· xe "packetizer: specifications"Packetizers: xe "CCITT"CCITT xe "X.3"X.3 plus 2 configurable,

· Mnemonic xe "X.3: profiles specifications"X.3 Profiles: 8,

· Definable Sign-on Banner and Prompt.

Preparing for Operation

Installing the Software XE "Installing Async PAD Software" 
Before operating the PAD you will need to obtain the binary and install it. The binary is asy101*.bin.

Note: For detailed information on installing and assigning software refer to Chapter 4.

Software Dependencies XE "Async Software Dependencies" 
The asynchronous PAD protocol relies on having at least revision 1.01a of the OS and NMP program. The asynchronous PAD program will not execute unless it finds at least these revisions on the chassis. 

Ensuring the Proper Hardware XE "Async, Proper  Hardware"  is Present

The PAD operates at the Athena Access trunk level and requires both trunk hardware and a physical interface. The first three ports on the system board are usable with the PAD. You can use ports five to eight if you have the synchronous/asynchronous expansion module.

Note: Do not assign the software to port four. Port four is unable to generate the clock that the PAD requires and so will not function.

The Stats Physical menu’s Show command provides a description of the port and interface hardware present on the unit and may be used to identify potential trunks to use for the PAD.

Note: For information on cabling refer to Chapter 2, Hardware Architecture.

Ensuring the Proper Routings XE "Async, Proper Routings"  are Present

The PAD will require that routings be installed in the node in order to place and accept calls. 

In order for an incoming call to be routed from the network to the PAD, a routing must be present in the DTE routing table. The DTE routing table may be viewed from the NMP Routing Tables DTE Table Command Menu. At least one routing directing incoming calls to the appropriate trunk should be present. 

Note: For information on routing refer to Chapter 8, X.25 Protocol.

Applications

Host PADxe "host PAD"
A Host PAD is connected to a Host Computer and assumes that all interfaces connected to the computer only accept X.25 calls and generally do not generate them. However, there may be applications where one or two interfaces on the Host PAD are configured for outgoing X.25 calls.

Remote PADxe "remote PAD"
A Remote PAD connects to terminals and printers and assumes that all its devices will place outgoing X.25 calls but may also accept incoming X.25 calls.

Interface Typexe "interface type"
The interface type describes the interface’s TIA-232-C characteristics on the PAD. If you specify xe "incoming calls"

xe "call: incoming"incoming calls only for an interface using the xe "command: Interface - Mode"

xe "Interface - Mode command"Interface Mode command, the interface automatically becomes a Host type interface. If the interface is a hardware DCE, it will only raise the signals Cxe "CTS"TS (5), xe "DSR"DSR (6) and xe "DCD"DCD (8) when the Host PAD receives an X.25 call and xe "RTS"RTS (4) and xe "DTR"DTR (20) are present. If the interface is a DTE, then it raises RTS and DTR only when DSR and DCD are present.

Selecting the interface for xe "outgoing calls"

xe "call: outgoing"outgoing calls only in the Interface Mode command sets the interface as a Terminal type. If the interface is a hardware DCE, it will immediately output the signals CTS (5), DSR (6) and DCD (8) if the device supplies RTS (4) and DTR (20) to the interface. If the interface is a DTE, then it raises RTS and DTR only when DSR and DCD are present. If both incoming and outgoing calls are selected for the interface, the interface is set for a Terminal type.

PAD Applicationsxe "PAD: applications"
The Asynchronous PAD supports the following applications:

· Host PAD to Remote PAD(s) connections

· X.25 Host computer to Remote PAD(s) connections

· Host PAD to X.25 Public network dial-up connections

· Non-Develcon Host PAD to Develcon Remote PAD(s) connections

· Develcon Host PAD to non-Develcon Remote PAD(s) connections.

For these applications, computers and terminals can connect to the PAD either directly or via modems. The PAD supports dial-in and dial-out calls. The PAD can extract a dial-out address from the X.25 address supplied to it in the incoming call or dial a configured address.

Interface Signals XE "PAD Interface Signals" 
The PAD’s interface can be configured so that the PAD is a DCE (presents a modem interface) or a DTE (presents a terminal interface). Because the majority of applications use the PAD as a DCE, connecting it to PCs, terminals or host computer ports, the manual and the configuration screens deal with the interface leads as if the PAD is a DCE. However, the PAD operates as a DTE as well. The following two tables describe the interface leads used by the PAD in both DCE and DTE modes and the correspondence between the DCE and DTE signals.

DB

PIN
Signal

Name
PAD is a DCE

Notes
PAD is a DTE

Notes

1
CHASSIS GROUND



2
DTE TxD
Input to PAD
Output from PAD

3
DCE RxD
Output from PAD
Input to PAD

4
DTE RTS
Input to PAD. Flow controls output if low.
Output from PAD. Raised when PAD receives a high on DCE READY from device.

5
DCE CTS
Output from PAD. Can be used to flow control device.
Input to PAD. Flow controls output if low.

6
DCE READY
Output from PAD. Raised when PAD receives a high on DTE READY from device.
Input to PAD. This lead indicates that the device is present. It must be high to establish and maintain communication (except in X.28 dial-out applications). Lowering it will clear any sessions in progress.

7
SIGNAL GROUND



8
DCE DCD
Output from PAD. Raised when PAD receives a high on DTE READY from device.
Input to PAD.

9 to 17

Unused
Unused

18
DTE LOCAL LOOPBACK



19

Unused
Unused

20
DTE READY
Input to PAD. This lead indicates that the device is present. It must be high to establish and maintain communication. Lowering it will clear any sessions in progress.
Output from PAD. Raised when PAD receives a high on DCE READY from device.

21
DTE REMOTE LOOPBACK



22
DCE RI
Output from PAD. Can be used to signal an incoming X.25 call.
Unused

23 to 25

Unused
Unused

PAD is a DCE
PAD is a DTE
Description

DTE READY (pin 20)
DCE READY (pin 6)
Input to PAD. This lead indicates that the device is present. It must be high to establish and maintain communication. Lowering it will clear any sessions in progress.

DCE READY (pin 6)
DTE READY (pin 20)
Output from PAD. Raised when PAD receives a high on DTE or DCE READY from device.

DCE DCD (pin 8)
DTE RTS (pin 4)
Output from PAD. Raised when PAD receives a high on DTE or DCE READY from device.

DTE RTS (pin 4)
DCE CTS (pin 5)
Input to PAD. Flow controls output if low.

Host Computer Connection to Host PAD XE "Host Computer Connection to Host PAD" 
The xe "cable: asynchronous"

xe "cable: one-to-one"

xe "cable: host"cable required between the Host computer port and the Host PAD interface is a one-to-one xe "asynchronous: cable"asynchronous cable, provided the computer port has either a DTE or DCE hardware type interface and the PAD is set the opposite way.

A data leads only cable can be used but the interface must be configured to be xe "DTR insensitive"DTR (Data Terminal Ready) and xe "RTS insensitive"RTS (Request To Send) insensitive. Modem control over the interface is lost but it is not critical on the Host PAD. The Remote PAD user generates and clears the X.25 calls to the Host PAD.

Terminal Connection to Remote PAD XE "Terminal Connection to Remote PAD" 
A one-to-one xe "asynchronous: cable"asynchronous xe "cable: asynchronous"

xe "cable: remote"

xe "cable: one-to-one"cable is required between the terminal and the Remote PAD interface.
A data leads only cable can be used but the interface must be configured to be xe "DTR insensitive"DTR (Data Terminal Ready) and xe "RTS insensitive"RTS (Request To Send) insensitive. Modem control over the interface would be lost in this situation. Turning terminals off can not clear sessions.

Remote PAD: Placing a Call XE "Remote PAD\: Placing a Call" 
Depending on the configuration of the interface, you may use one of the following calling methods:

· Manual call,

· Mnemonic call,

· Autocall.

Manual Call

xe "manual call"Manual xe "call: manual"call allows you to place a call by entering the destination’s X.121 address. The interface can be set to Auto-baud or Fixed baud. The Auto-baud interface mode allows you to enter the xe "service request signal"Service Request Signal to activate the interface and to automatically set the speed and parity of the interface to match those of the connected terminal. To auto-baud an interface, enter the following command:

1.
Type ...xe "autobaud: setting parity"

xe "autobaud: setting speed"
2.
Press [enter].

Once the interface determines the speed and parity of the connected terminal, the interface will respond with the following message:

Access: address?

At this point, you are ready to place a manual call. There is a configurable xe "input timer"input timer that is activated once the interface is auto-bauded. If there is no input within the time-out period, the interface will disconnect or de-activate. The interface must be auto-bauded again before placing a call. The input timer default is set to 60 seconds and configured with the timer’s Input State command option.

Note: Auto-bauding at slower speeds may require several periods before pressing [enter]. The Athena Access portion of the Athena Access address? prompt is the default prompt supplied with the PAD. You may configure your own prompt using the Interface Display Prompt NMP command.

Note: The display of prompt messages is controlled with the X.3 Parameter P6 for each interface. It must be set to 1 or 5 for the messages to be displayed.

A xe "fixed baud"fixed baud interface sends the Access: address? prompt when the terminal raises its Data Terminal Ready (DTR) lead. The interface must be configured so that the speed, word length and stop bits match those of the terminal. If everything is configured properly, you are ready to place a manual or mnemonic call. If there is a mismatch, an unrecognizable prompt message is displayed.

The following configurations of the Interface/Mode command options show how to set the interface for Auto-baud and Fixed baud:

Interface/Mode options
Auto-baud
Fixed baud

incoming
disabled or enabled
disabled or enabled

outgoing
enabled
enabled

auto-baud
enabled
disabled

autocall
disabled
disabled

autocounter
any value
any value

The format for placing a xe "manual call: format"manual xe "call: format"call when set for Auto-baud or Fixed baud is:

1.
Type Facility1 Facility2 to FacilityX 

2.
Type the called address and user data.

3.
Press [enter].
Example: P(7) R W(2) 87500062,A [enter].
Mnemonic Call

A xe "mnemonic call"Mnemonic xe "call: mnemonic"call allows you to place a call using one of the 16 pre-stored calls identified by a mnemonic. The pre-stored calls are programmed in the Calls command. The mnemonic calls allow you to associate a name, city, or site with the destination address. With the interface configured for either Auto-baud or Fixed baud, enter the Mnemonic call after receiving the Athena Access: address? prompt. The format is:

1.
Type call mnemonic [enter].
Example: call Develcon.

For the example, call Develcon, the call’s command may contain an entry that looks as follows.

User calls:

#
Mnemonic 

DNA 


User data

1
Not configured 
11111111 

Not configured

2
Not configured 
22222222 

Not configured

3
Not configured 
33333333 

Not configured

4
Not configured 
44444444 

Not configured

5
Not configured 
Not configured 
Not configured

6
Not configured 
Not configured 
Not configured

7
Not configured 
Not configured 
Not configured

8
Not configured 
Not configured 
Not configured

9
Not configured 
Not configured 
Not configured

10
Not configured 
Not configured 
Not configured

11
Not configured 
Not configured 
Not configured

12
Not configured 
Not configured 
Not configured

13
Not configured 
Not configured 
Not configured

14
Not configured 
Not configured 
Not configured

15
Not configured 
Not configured 
Not configured

16
Not configured 
Not configured 
Not configured

User calls:

# 
Profile link 
Security 

Psize 
Wsize
Thput

1 
Not configured 
Professional 
128 
2 
10

2 
Not configured 
Professional 
128 
2 
10

3 
Not configured 
Professional 
128 
2 
10

4 
Not configured 
Professional 
128 
2 
10

5 
Not configured 
Professional 
128 
2 
10

6 
Not configured 
Professional 
128 
2 
10

7 
Not configured 
Professional 
128 
2 
10

8 
Not configured 
Professional 
128 
2 
10

9 
Not configured 
Professional 
128 
2
10

10
Not configured 
Professional 
128 
2 
10

11
Not configured 
Professional 
128 
2 
10

12 
Not configured 
Professional 
128 
2 
10

13 
Not configured 
Professional 
128 
2 
10

14 
Not configured 
Professional 
128 
2 
10

15 
Not configured 
Professional 
128 
2 
10

16 
Not configured 
Professional 
128 
2 
10

User calls:

#
Charging
Reverse_Chrg
Fast_Select
Transit_Delay
NUI

1
Disabled
Disabled
Disabled
Disabled
Disabled

2
Disabled
Disabled
Disabled
Disabled
Disabled

3
Disabled
Disabled
Disabled
Disabled
Disabled

4
Disabled
Disabled
Disabled
Disabled
Disabled

5
Disabled
Disabled
Disabled
Disabled
Disabled

6
Disabled
Disabled
Disabled
Disabled
Disabled

7
Disabled
Disabled
Disabled
Disabled
Disabled

8
Disabled
Disabled
Disabled
Disabled
Disabled

9
Disabled
Disabled
Disabled
Disabled
Disabled

10
Disabled
Disabled
Disabled
Disabled
Disabled

11
Disabled
Disabled
Disabled
Disabled
Disabled

12
Disabled
Disabled
Disabled
Disabled
Disabled

13
Disabled
Disabled
Disabled
Disabled
Disabled

14
Disabled
Disabled
Disabled
Disabled
Disabled

15
Disabled
Disabled
Disabled
Disabled
Disabled

16
Disabled
Disabled
Disabled
Disabled
Disabled

User calls:

#  CUG 
Outgoing_CUG

Bilateral_CUG
RPOA

1  Disabled 
Disabled 

Disabled 

---- ---- ---- ----

2  Disabled 
Disabled 

Disabled 

---- ---- ---- ----

3  Disabled 
Disabled 

Disabled 

---- ---- ---- ----

4  Disabled 
Disabled 

Disabled 

---- ---- ---- ----

5  Disabled 
Disabled 

Disabled 

---- ---- ---- ----

6  Disabled 
Disabled 

Disabled 

---- ---- ---- ----

7  Disabled 
Disabled 

Disabled 

---- ---- ---- ----

8  Disabled 
Disabled 

Disabled 

---- ---- ---- ----

9  Disabled
Disabled 

Disabled 

---- ---- ---- ----

10 Disabled
Disabled 

Disabled 

---- ---- ---- ----

11 Disabled
Disabled 

Disabled 

---- ---- ---- ----

12 Disabled 
Disabled 

Disabled 

---- ---- ---- ----

13 Disabled 
Disabled 

Disabled 

---- ---- ---- ----

14 Disabled 
Disabled 

Disabled 

---- ---- ---- ----

15 Disabled 
Disabled 

Disabled 

---- ---- ---- ----

16 Disabled 
Disabled 

Disabled 

---- ---- ---- ----

Figure 11.1 Calls Command Example

Autocall

The xe "autocall"

xe "call: automatic"

xe "automatic call"Autocall option allows you to automatically place a call if the interface detects the terminal raising its Data Terminal Ready (DTR) lead. Also available are Autocall on [enter] and Auto-baud Autocall. xe "autocall: on carriage return"Autocall on [enter] allows you to place the call automatically when entering [enter] provided the terminal is supplying DTR and RTS leads to the interface. xe "autobaud: autocall"Auto-baud, xe "autocall: autobaud"Autocall allows you to automatically place the call when you type ... [enter].

The interface must be linked with an autocall entry in the Calls command. In Figure 11.1 there are three call entries in the Call command table. In the table below we have configured the Interface/Mode command options for the three types of autocall available for the interface.

Interface/Mode Options
Case 1:

Autocall on DTR
Case 2:

Autocall on [enter]
Case 3:

Auto-baud/ Autocall

Incoming
disabled
disabled
disabled

Outgoing
enabled
enabled
enabled

Auto-baud
disabled
disabled
enabled

Autocall
enabled
enabled
enabled

Autocall on [enter]
disabled
enabled
disabled

Call no.
1
2
3

Channel
SVC
SVC
SVC

PVC LCN
N/A
N/A
N/A

Case One

The interface will automatically place the call from the first call entry in the Call command table, 87500062,A when the terminal is turned on.

Case Two

The interface will automatically place the call from the second call entry in the Call command table, 12345678 when you press [enter] on the terminal.

Case Three

The interface will automatically place the call from the third call entry in the Call command table, 87654321 when you press ... [enter] on the terminal.

PAD Standardsxe "PAD: standards"
Three standards were developed to standardize a PAD facility for asynchronous devices operating in a public X.25 network. These three standards are known as xe "X.3"X.3, xe "X.28"X.28 and xe "X.29"X.29. The relationships between xe "X.25"X.25 and the three standards are shown in Figure 11.2.
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Figure 11.2 X.3, X.25, X.28 and X.29 Relationship

X.3 Standardxe "X.3 Standard"
The X.3 standard defines a set of parameters you can configure for each interface for each call. These parameters define the operating characteristics for the PAD interface. They are set to adapt to the operating characteristics of the connected device and application. With a multi‑port PAD, it is possible to have a different configuration of the X.3 parameters for each interface. Most interfaces on a host or remote PAD will have the same parameters with one or two interfaces set differently. The asynchronous PAD supports all 22 parameters contained in the 1988 X.3 Standard or recommendation. 


Reference Number

X.3 Parameter
Datapac
International

PAD Recall Parameter
1
1

Echo
2
2

Data Forwarding Character
3
3

Idle Timer Delay
4
4

Ancillary Device Flow Control
5
5

PAD Service Signal
6
6

BREAK Handling
7
7

Discard Output
8
8

CR Padding
9
9

Line Folding
10
10

Binary Speed
11
11

Flow Control (XON/XOFF) of the PAD
12
12

Auto LF Insertion after CR
13
126

LF Padding
14
14

Editing
15
15

Character Delete
16
118

Line Delete
17
119

Line Display
18
120

Editing Service Signals
19
19

Echo/Mask
20
20

Parity Treatment
21
123

Page Wait
22
22

Additional Forwarding Character #1
n/a
121

Additional Forwarding Character #2
n/a
122

Output Pending Timer
n/a
125

Parameter Descriptions XE "PAD Parameter Descriptions" 
This section describes the International X.3 parameters, their legal values or range.

 Parameter 1: xe "PAD: recall character"PAD Recall Character

Parameter 1 (P1) determines whether or not the node will recognize the character DLE or [ctrl]+p from the terminal as an escape from the Data Transfer State to the Command Mode.

· 0: does not permit escape from data transfer.

· 1: permits escape from data transfer.

Parameter 2: xe "echo"Echo

Parameter 2 (P2) determines whether or not the terminal input data is locally echoed by the PAD.

· 0: no echo.

· 1: echo.

Parameter 3: Selection of xe "data forwarding signal"Data Forwarding Signal

Parameter 3 (P3) determines which set of terminal‑generated characters will cause data to be forwarded to the host computer. The valid range is from 0 to 127. Selectable values for this parameter are:

· 0: no data forwarding signals.

· 1: alphanumeric characters (A to Z, a to z, 0 to 9).

· 2: [enter].

· 6: ESC, BEL, ENQ, ACK characters.

· 8: DEL, CAN, DC2 characters.

· 16: ETX, EOT characters.

· 18: CR, EOT, ETX characters.

· 32: HT, LF, VT, FF characters.

· 64: all characters in columns 0 and 1 in the ASCII table except for those shown above for values 2, 4, 8, 16, 32.

· 126: all characters in columns 0 and 1 and the character DEL in ASCII.

· 127: combination of the above values 1, 2, 4, 8, 16, 32, 64. Values 3, 5 to 7, 9 to 5, 17 to 31, 33 to 63, 65 to 125 may be formed by the combinations of values 1, 2, 4, 8, 16, 32, 64.

Parameter 4: Selection of xe "idle timer"Idle Timer Delay

Parameter 4 (P4) is used to determine the idle timer limit value when data forwarding is based on time-outs.

· 0: no data forwarding to time‑out is required.

· 1 to 255: indicates the value of the delay in 50 msec or 5 msec increments depending on the base unit selected in Timers/Data command option.

Example: If P4 is set to 60 and the base unit is 50 msec, then the idle timer delay is 60 x 50 msec = 3 seconds.

This means that if data is not sent to the PAD, i.e. the computer sending to the host PAD or the terminal sending to the remote PAD, for 3 seconds, then the PAD will packetize whatever is in its buffer and send it to the other PAD. Data must be present for this to happen.

Note: If the idle timer limit is not exceeded, then the PAD simply builds up the packet until the packet is full, i.e., 128 characters if the packet size is 128 bytes, 256 characters if the packet size is 256 bytes and so on.

Parameter 5: xe "ancillary device control"Ancillary Device Control

If Parameter 5 equals 1, then the PAD flow controls the external device. As the device sends data to the PAD, it may reach a point where the PAD’s memory is almost full. The PAD then sends an XOFF to the computer. This stops the device from sending any more data to the PAD. When the PAD is ready to accept more data, the PAD sends an XON to the computer and the computer sends data to the PAD. If Parameter 5 equals 2, then the above functions can take place when the PAD is in the Command Mode as well.

· 0: no use of xe "XON/XOFF"XON and XOFF.

· 1: use of XON and XOFF (data transfer).

· 2: use of XON and XOFF (data transfer and command).

Parameter 6: xe "network message display"Network Message or xe "service signal control"Service Signal Control

Parameter 6 (P6) specifies whether the PAD transmits Network‑generated messages to the terminal.

· 0: suppress messages.

· 1: transmit messages.

· 5: transmit messages and use an asterisk (*) for the PAD prompt in the command mode.

Parameter 7: Procedures on xe "Break: procedure"BREAK

Parameter 7 (P7) is used to indicate how the PAD should process a BREAK signal received from the terminal while the terminal is in data transfer state.

· 0: nothing (remain in data transfer state).

· 1: interrupt (remain in data transfer state).

· 2: reset (remain in data transfer state).

· 4: send an indication of BREAK message to the packet‑mode DTE and remain in data transfer state.

· 8: escape from data transfer state and enter command state.

· 16: discard output to terminal, set parameter 8 to 1 and remain in transfer state.

Only the following functions and combinations of functions are possible: 0, 1, 2, 5, 8 and 21 (1+4+16).

Note: The BREAK signal is a xe "line delete"line delete signal in the xe "command mode"command mode.

Parameter 8: xe "discard output"Discard Output

Parameter 8 (P8) is sometimes used in conjunction with Parameter 7. Depending on the BREAK procedure selected, Parameter 8 may be set by the PAD when the terminal user requests that terminal data be discarded. This parameter must then be reset by the host computer to allow normal delivery. The PAD will discard all packets destined for the terminal from the time the PAD sets this parameter (i.e., it receives a BREAK signal when Parameter 7 is set to 21) and the time the parameter is reset by the host.

· 0: normal delivery to terminal.

· 1: discard output to terminal.

Parameter 9: xe "padding: after carriage return"Padding after [enter]

Parameter 9 (P9) specifies the number of padding characters to be inserted by the PAD following [enter] transmitted to the terminal.

· 0: no padding after CR.

· 1 to 255: number of padding characters to be inserted.

Parameter 10: xe "line folding"Line Folding

Parameter 10 (P10) indicates the maximum number of printable characters that can be displayed on the terminal before the PAD must send a format effector (i.e., CR LF).

· 0: no line folding.

· 1 to 255: number of characters per line.

Parameter 11: Binary xe "speed"Speed (Read Only)

Parameter 11 (P11) is set by the PAD as a result of transmission speed detection if the terminal interface is configured for autobaud. When fixed baud is used, this parameter is set based on the pre‑stored baud rate.

Port Speed (bps)
P11 Value

300
2

600
4

1200
3

2400
12

4800
13

9600
14

14400
19

19200
15

38400
0

57600
0

115200
0

Parameter 12: xe "flow control of the PAD"Flow Control of the PAD

When Parameter 12 equals 1, the external device such as a printer, terminal, etc. flow controls the PAD. When the terminal cannot accept any more data from the PAD, the terminal sends an XOFF which stops the PAD from sending any more data. When the terminal is ready to accept more data, the terminal sends an XON to the PAD and the PAD sends more data.

· 0: no use of xe "XON/XOFF"XON/XOFF for flow control.

· 1: use XON/XOFF for flow control.

Parameter 13: xe "line feed insertion"Line Feed Insertion

Parameter 13 (P13) specifies when the PAD should insert a line feed on receipt of [enter] from the terminal or the host.

· 0: LF is not inserted.

· 1: insert LF to terminal on receipt of CR from host.

· 2: insert LF after each CR in the data stream from terminal.

· 4: send LF to terminal on echo of CR to terminal.

· 5: send a LF to terminal on a CR from the host or echoed to the terminal.

· 6: insert LF to host on receipt of CR from terminal and send LF to terminal after echo of CR to the terminal.

· 7: insert LF to host on receipt of CR from terminal, insert LF to terminal on receipt of CR from host and after echo to the terminal.

Parameter 14: Line Feed xe "padding: after line feed"Padding

Parameter 14 (P14) specifies the number of padding characters to be inserted by the PAD following a line feed transmitted to the terminal.

· 0: no padding.

· 1 to 255: number of padding characters to be inserted.

Parameter 15: xe "editing"Editing

Parameter 15 (P15) allows the editing of the data sent from a terminal to the PAD. Editing suspends data forwarding until the edit buffer is full and suspends forwarding on the expiry of the idle timer.

· 0: no use of editing in data transfer state.

· 1: use of editing in data transfer state.

Parameter 16: xe "character delete"Character Delete

Parameter 16 (P16) specifies which character is used as the delete character in editing when P15 is set to 1.

· 0: none.

· 1 to 127: decimal representation of the character to be used as deletion character. 

Parameter 17: xe "line delete"Line Delete 

Parameter 17 (P17) specifies which character is used as the line delete character in editing when P15 is set to 1.

· 0: none.

· 1 to 127: decimal representation of the character to be used as deletion character. 

Parameter 18: xe "line display"Line Display

Parameter 18 (P18) specifies which character is used to redisplay the line when P15 is set to 1.

· 0: none.

· 1 to 127: decimal representation of the character to be used as deletion character.

Parameter 19: xe "editing PAD service signals"Editing PAD Service Signals

Parameter 19 (P19) defines the character‑deleted and line‑deleted service signals.

· 0: no editing PAD service signals.

· 1: editing PAD service signals for printing terminals. For character delete this is \ (ASCII 5C hex) and for line delete is XXX (ASCII 58 58 58 hex).

· 2: editing PAD service signals for display terminals. For character delete this is backspace, space backspace (ASCII 08 20 08 hex) and for line delete the same sequence is repeated once for each character in the editing buffer.

· 8: backspace (ASCII 08 hex) is sent in response to character delete and XXX (ASCII 58 58 58 hex) to line delete.

·  32 to 126: editing PAD service signals from the range of IA5.

Note: This parameter does not apply if the value of P6 is set to 0.

Parameter 20: xe "echo mask"Echo Mask

Parameter 20 (P20) instructs the PAD to mask (suppress) the echoing of selected characters or selected groups of characters when Parameter 2 (Echo) is enabled. The valid range is 0 to 255.

· 0: no echo mask (all characters echoed).

· 1: no echo of CR.

· 2: no echo of LF.

· 4: no echo of VT, HT, FF.

· 8: no echo of BEL, BS.

· 16: no echo of ESC, ENQ.

· 32: no echo of ACK, NAK, STX, SOH, EOT, ETB, ETX.

· 64: no echo of editing characters as designated by P16, P17 and P18.

· 128: no echo of all other characters in columns 0 and 1 of the ASCII chart not mentioned above, and the character DEL.

· 255: combination of the above values 1, 2, 4, 8, 16, 32, 64, 128. Values 3, 5 to 7, 9 to 15, 17 to 31, 33 to 63, 65 to 127, 129 to 254 may be formed by the combinations of values 1, 2, 4, 8, 16, 32, 64, 128.

Parameter 21: xe "parity"Parity Treatment

Parameter 21 (P21) specifies whether the PAD should detect and check parity.

· 0: parity not checked or generated.

· 2: parity generated.

· 3: parity checked and generated.

Parameter 22: xe "page wait"Page Wait

Parameter 22 (P22) enables the PAD to suspend transmission of additional characters to the attached device after a specified number of linefeeds (the value of P22) have been transmitted. When this page wait condition occurs, the PAD transmits the page wait service signal, PAGE. The PAD will not transmit additional data until the page wait condition is canceled. Page wait conditions are canceled when the XON character or [enter] is pressed. 

· 0: disabled.

· 1 to 255: the number of linefeed characters sent by the PAD to the start‑stop mode DTE.

Note: For ASCII and decimal equivalence charts refer to the troubleshooting section of this chapter.

Standard Profilesxe "profiles: standard"

xe "X.3: profiles"
The PAD supports nine standard profiles, 1 to 7, 90 and 91. Each profile number and its parameter values is shown in 

 
PROFILES

X.3 Parameters
1
2
3
4
5
6
7
90
91

1
1
1
0
1
1
0
1
1
0

2
0
0
0
0
0
0
1
1
0

3
126
2
0
2
2
0
2
126
0

4
0
0
32
0
0
4
0
0
32

5
1
0
0
0
0
0
0
1
0

6
1
1
0
1
1
0
1
1
0

7
2
21
2
21
2
0
21
2
2

8
0
0
0
0
0
0
0
0
0

9
0
2
0
2
2
0
2
0
0

10
0
0
0
0
0
0
0
0
0

12
1
0
0
0
1
0
0
1
0

13
0
4
0
0
5
0
4
0
0

14
0
0
0
0
0
0
0
0
0

15
0
0
0
0
1
0
0
0
0

16
127
127
127
127
127
127
127
127
127

17
24
24
24
24
24
24
24
24
24

18
18
18
18
18
18
18
18
18
18

19
2
2
2
2
2
2
2
2
2

20
0
0
0
0
0
0
0
0
0

21
0
3/1
0
0
3/1
3/1
3/1
0
0

22
0
0
0
0
0
0
0
0
0

X.28 Standard

The xe "X.28"X.28 standard describes the command language and procedures used between a locally connected terminal and the PAD. PAD commands are sent by the terminal to the PAD and PAD service signals are responses from the PAD to the terminal. The X.28 commands are used for the following purposes:

· placing and clearing a call,

· displaying and changing X.3 parameters,

· displaying and changing remote X.3 parameters,

· checking and resetting a call,

· displaying Call and Profile Mnemonics.

X.28 commands can only be accessed by the interface when it is in command mode. A terminal connected to the asynchronous PAD is in xe "command mode: entering"command mode while waiting for the user to enter a call request command to establish a connection to the Host PAD or to the X.25 Host Computer. The user can also switch to command mode from data transfer mode provided the interface has X.3 Parameter P1 set to 1 or P7 set to 8. The interface is in data transfer mode when the call is established with the Host PAD or the X.25 Host Computer. Terminal data is now treated as data to be packetized and sent to the Host PAD or X.25 Host computer.

To enter the command mode from the data transfer mode: 

1.
Press [ctrl] p (X.3 parameter P1 is set to 1).

or

1.
Press [break] key (X.3 parameter P7 must be set to 8).

The commands supported by the asynchronous PAD are shown in the following table.

xe "X.28 command: help/?"X.28 Command
Function

xe "command: X.28 help/?"HELP/?
Display the available X.28 commands.

xe "X.28 command: call(?)"

xe "command: X.28 call(?)"CALL(?)
CALL: To place a Mnemonic call. 

CALL?: To display all configured Call Mnemonics.

xe "X.28 command: clear"

xe "X.28 command: clr"

xe "command: X.28 clear"

xe "command: X.28 clr"CL(EA)R
To clear an existing call.

xe "X.28 command: reset"

xe "command: X.28 reset"RESET
To send a Reset packet on the channel.

xe "X.28 command: prof(?)"

xe "command: X.28 prof(?)"PROF(?)
PROF: To activate a profile.

PROF?: To display all Profile Mnemonics.

xe "X.28 command: status"

xe "command: X.28 status"STAT
To display the channel status.

xe "X.28 command: par(?)"

xe "command: X.28 par(?)"PAR(?)
To display the X.3 parameters.

xe "X.28 command: set(?)"

xe "command: X.28 set(?)"SET(?)
SET: To set the X.3 parameters.

SET?: To set and read the X.3 parameters. 

INT
To send an interrupt packet on the channel.

INTD
To send an interrupt packet followed by an indication of break on the channel.

xe "X.28 command: iclr"

xe "command: X.28 iclr"ICLR
Send an Invitation to Clear packet on the channel.

xe "X.28 command: rpar(?)"

xe "command: X.28 rpar(?)"RPAR(?)
To display the remote X.3 parameters.

xe "X.28 command: rset(?)"

xe "command: X.28 rset(?)"RSET(?)
RSET: To set the remote X.3 parameters.

RSET?: To set and read remote X.3 parameters.

NUI
NUI entry command 

PAD Service Signals XE "PAD Service Signals" 
There are various messages which may appear when accessing networks. To see the lists of these messages, refer to the “Pad Messages” section in this chapter.

Note: The display of the messages is controlled by the X.3 Parameter P6 which must be set to 1 or 5 in order for the messages to be displayed.

All of these PAD generated messages are written as Access: “Text” where “Text” is one of the messages listed. Clear and Reset messages contain a Cause field and a Diagnostic number. “Network Message Mapping” lists the clear and reset cause codes and xe "CCITT"CCITT standard messages with their Develcon equivalent. “Develcon Diagnostic Codes” in this chapter describes the diagnostic codes.

X.28 Commands

Command Conventions

The xe "X.28 command: conventions"X.28 command conventions for the asynchronous PAD are as follows:

· Commands are terminated by using [enter].

· The character set used for commands includes alphanumerics (a to z, A to Z, 0 to 9) and the special characters “:”, “,”, “(“, “)” and “?”.

· Control characters EOT, TAB, SOH, BEL, DC4, ENQ and DC3 are permitted in some commands

· Commands other than fast select calls cannot exceed 128 characters.

· To exit the Command mode, press [enter] alone. 

· The xe "break character: as line delete"Break signal is used as the line delete character in command mode. 

Help Commandxe "X.28 command: help/?"

xe "command: X.28 help/?"
The HELP command displays the X.28 commands supported by the asynchronous PAD. To issue the HELP command while in command mode enter the following:

1.
Type HELP or ?.

2.
Press [enter].
Figure 11.3 shows the HELP command issued while the PAD is in the command mode before placing a call.

PRIVATE 
Athena Access: address? help 

X.28 ‑ Command Mode Help Menu 

‑‑‑‑‑‑‑‑‑‑‑‑‑‑‑‑‑‑‑‑‑‑‑‑‑‑‑‑‑ 

help/? 
: display X.28 commands 

call(?)
: mnemonic calls/ display existing call mnemonics 

cl(ea)r 
: clear an existing call 

reset 

: send reset packet on channel 

prof(?) 
: activate a profile/ display profile mnemonics 

stat 

: display channel status 

par(?) 
: display X.3 parameters 

set(?) 
: set X.3 parameters/ set and read X.3 parameters 

iclr 

: send invitation to clear 

rpar(?) 
: display remote X.3 parameters 

rset(?) 
: set remote X.3 parameters/ set and read remote X.3 parameters 

Figure 11.3 X.28 Command Mode Help Menu
Call Commandxe "X.28 command: call(?)"

xe "command: X.28 call(?)"
The function of the CALL command is used to place a mnemonic call to establish a virtual connection to the remote destination. Also the CALL? command is used to display the existing call mnemonics programmed in the asynchronous PAD. There are four pre-stored calls available that are each identified by a mnemonic. The format for the xe "mnemonic call"mnemonic xe "call: mnemonic"call is:

1.
Type CALL mnemonic [enter].
The following is an example of a mnemonic call.

PRIVATE 
Access: address? call Toronto <return>

Access: call connected [p=7 w=2 d=5] 

To list the available mnemonic calls programmed in the PAD, the command format is:

1.
Type CALL? [enter].
The following is an example listing the call mnemonics in a PAD with three defined.
PRIVATE 
Access: address? call? <return> 

calls: 

Toronto Chicago LA 

Clear Commandxe "X.28 command: clear"

xe "command: X.28 clear"
The function of the CLEAR command is used to terminate a call on a switched virtual circuit. The command format while in the data transfer mode is:

1.
Type [ctrl] p CLEAR or CLR [enter].
The PAD responds with the following:

Access: call cleared–local directive : diagnostic = 000 

Reset Commandxe "X.28 command: reset"

xe "command: X.28 reset"
The function of the RESET command is used to re-initialize the virtual circuit to the state when the virtual circuit was first established. The RESET command does not clear the call. The command format while in data transfer mode is:

1.
Type [ctrl] p RESET [enter].

The PAD responds with:

Access: reset–local directive : diagnostic = 000

Profile Commandxe "X.28 command: profile"

xe "command: X.28 profile"

xe "X.28 command: prof(?)"

xe "command: X.28 prof(?)"
You use the PROFILE command to select a particular terminal profile. The PROFILE? command is used to view the configured Profile Mnemonic (A to H) names. You can use the PROFILE command before placing a call or after placing a call. The command format is:

1.
Type [ctrl] p PROF# [enter].
The variable # equals 1, 2, 3, 4, 5, 6, 7, 90, 91 or A to H for user-defined profile mnemonics defined in the profiles command. The standard profiles 1, 2, 3, 4, 5, 6, 7, 90 and 91 are supported by the PAD. 

The PAD responds with:

<CR><LF>

This illustrates the usage of the PROFILE command to select Profile Mnemonic A while the PAD is in the command mode before placing a call.
PRIVATE 
Access: address? profa 

You can display the new values for the X.3 parameters by typing the PAR command provided you are in command mode or the newly selected profile has P1=1 or P7=8 to escape to command mode and P6=1 or 5 to display network messages.

To display the xe "profiles: mnemonics"Profile Mnemonics (A to H):

1.
Type PROF?
2.
Press [enter].
The following example illustrates the usage of the PROF? command issued while the PAD is in the command mode before placing a call. As you can see, there are three predefined Mnemonic profiles.

PRIVATE 
Access: address? prof? 

profiles: 

a: DG b: HP c: S38 d: e: f: g: h: 

Status Commandxe "X.28 command: status"

xe "command: X.28 status"
The function of the STATUS command is used to determine whether a virtual circuit is free or engaged and to display the allowed options. The command format is:

1.
Type STAT [enter].
For an SVC the PAD responds with the following:

Access:
Port Number

= XX
Source Address
= the configured source address or not configured
State


= free / engaged
Outgoing options
= p ; w ; d ; r ; c ; z ; t ; g ; o ; b ; n ; f ; q 
Incoming options
= allowed / not allowed

Note: XX is the port’s number from 1 to 64.

The source address is the calling or network address of the PAD if configured. Not configured is displayed if there is no source address configured.

Free/engaged indicates whether a call is connected to the terminal via a logical channel. Engaged indicates that a call is connected. Free indicates that no call is connected. If the PAD is engaged then either called by and an address, if the connection was established by the PAD receiving a call, or connected to and an address, if the PAD initiated the call, is displayed.

The outgoing options indicate the optional facilities which are available to the terminal.

The incoming options indicate whether the PAD can receive incoming calls. If incoming calls are accepted, the message allowed is displayed. If incoming calls are not accepted, not allowed is displayed.

The following example illustrates the usage of the STAT command, on port 3 whose source address is 1234567890, while the PAD is in the command mode before placing a call. As you can see, the interface is in the free state.
PRIVATE 
Access: address? stat 

Access:

Port Number = 3

Source Address = 123456789

State = free 

outgoing options = p;w;d;r;c;z;t;g;o;b;n;f;q 

incoming options = allowed 

The following example illustrates the usage of the STAT command while the PAD is in the data transfer mode. The interface is in the engaged state and has placed an outgoing call with the X.25 destination of 12000000.

PRIVATE 
Access: call connected [p=7 w=2 d=5] 

stat 

Access:

Port Number = 3

Source Address = 123456789

State = engaged, connected to 12000000 

outgoing options = p;w;d;r;c;z;t;g;o;b;n;f;q 

incoming options = allowed 

PAR Commandxe "X.28 command: par(?)"

xe "command: X.28 par(?)"
The function of the PAR command is to read the present value of any or all of the X.3 parameters. To issue the PAR command while in command mode: 

1.
Type PAR [enter].
The following example illustrates the usage of the PAR command while the PAD is in the command mode before placing a call.
PRIVATE 
Access: address? par 

Access: par 

001:001, 002:001, 003:002, 004:000, 005:001, 006:001, 007:021, 008:000, 

009:000, 010:000, 011:014, 012:001, 013:000, 014:000, 015:000, 016:000, 

017:000, 018:000, 019:000, 020:000, 021:003, 022:000

Alternatively, specific parameters may be requested by typing the following:

1.
Type PAR parameter#, parameter# [enter].
The following example illustrates the usage of the PAR command to specify two parameters while the PAD is in the command mode before placing a call.
PRIVATE 
Athena Access: address? par1,2 

Athena Access: par 

001:001, 002:001

SET Commandxe "X.28 command: set(?)"

xe "command: X.28 set(?)"
You use the SET command to set the values of specific X.3 parameters. The SET? command shows the values of the specified X.3 parameters. To issue the SET? command while in command mode, type the following:

1.
Type SET? par#:value, par#:value, etc. [enter].
The following example illustrates the usage of the SET? command to set two X.3 parameters while the PAD is in the command mode before placing a call.

PRIVATE 
Access: address? set?2:0,3:0 

Access: par 

002:000, 003:000

ICLR Commandxe "X.28 command: iclr"

xe "command: X.28 iclr"
You use the ICLR command to send an invitation to clear packet to the remote destination. The remote destination then terminates the call on the switched virtual circuit. The command format while in data transfer mode is:

1.
Type [ctrl] p ICLR [enter]
The following example illustrates the usage of the ICLR command while the PAD is in the data transfer state. 
PRIVATE 
Access: call connected [p=7 w=2 d=5] 

[Ctrl] P iclr<return> 

Access: call cleared - remote directive : diagnostic = 000 

RPAR Commandxe "X.28 command: rpar(?)"

xe "command: X.28 rpar(?)"
You use the RPAR command to display the X.3 parameters of the remote destination. The virtual circuit to the remote destination must be established in order to display the remote X.3 parameters. The command format while in data transfer mode is:

1.
Type [ctrl] p RPAR or (RPAR?) [enter].
The following example illustrates the usage of the RPAR command while the PAD is in the data transfer mode.

PRIVATE 
Access: call connected [p=7 w=2 d=5] 

[Ctrl] P rpar<return> 

Access: rpar 

001:001, 002:001, 003:002, 004:000, 005:001, 006:001, 007:021, 008:000, 

009:000, 010:000, 012:001, 013:000, 014:000, 015:000, 016:000, 017:000, 

018:000, 019:000, 020:000, 021:003, 022:000 

RSET Commandxe "X.28 command: rset(?)"

xe "command: X.28 rset(?)"
You use the RSET command to set the X.3 parameters of the remote destination. The RSET? command allows you to view the remote X.3 parameters after setting them. The virtual circuit to the remote destination must be established in order to set the remote X.3 parameters. The command format while in data transfer mode is:

1.
Type [ctrl] p RSET? par#:value, par#:value, etc. [enter].
The following example illustrates the usage of the RSET command while the PAD is in the data transfer mode.
PRIVATE 
Athena Access: call connected [p=7 w=2 d=5] 

[Ctrl] P rset?2:0,3:2<return>
Athena Access: rpar 

002:000, 003:002 

NUI Command XE "X.28 command:nui" 

 XE "command:X.28 nui" 
This command is used to enter Network User Identifications in Northern Telecom compatible format if the Pad is so configured.

X.28 Dial-out XE "X.28:dial-out" 
The PAD can be configured to dial a telephone number after it receives a call from the X.25 network. This option is configured in the Modem Configuration Command Menu. The PAD uses the AT command set to communicate with the modem. The number called can be extracted from the called address of the incoming call or a configured number. Configuration options allow you to enable the X.28 dial-out feature and specify the number to call by entering it explicitly or describe the number of digits of the called address in the X.25 call to extract as the telephone number. As well, the PAD can be configured to insert other characters into the dial string to instruct the modem to use pulse or tone dialing, insert pauses between dial digits or insert other characters defined by the AT command set.

The Dialing String command allows you to configure the X.28 dial-out string. The PAD inspects the string and if the character n is found, it inserts a digit from the received called address, starting from the digit defined in the Offset command. If the offset is one, the dial address is extracted starting from the first digit of the called address. An offset of two starts from the second digit and so on. To tone dial 416-555-7800 with a pause after 416 configure the dial string: atdt416,5557800.

To pulse dial a ten digit number extracted from the called address received in the X.25 incoming call and to pause after the third digit, configure the following dial string: 

1.
Type atdpnnn,nnnnnnn.

With this entry if the PAD received an incoming call with X.25 address 94165557800 and the offset were two then 416-555-7800 would be dialed. If the incoming call address was 99055551100 then 905-555-1100 would be dialed instead. This allows one or a group of PADs in a city to be used to call all dial-up users in that city with a single dial string.

Facilitiesxe "facilities: X.25"
Facilities are used when the PAD places outgoing calls that allow the PAD to address the following issues:

· security (e.g. Closed User Group)

· billing (e.g. NUIs, Reverse Charging)

· network routing (e.g. RPOA)

· performance (e.g. Packet size, Window size and Throughput class)

The asynchronous PAD supports the facilities listed in the following table.

Format
Name

xe "packet size"

xe "X.25 facilities: packet size"P(XX)


Packet Size (7 to 12) [7=128, 8=256, 9=512, 10=1024, 11=2048 , 12=4096 bytes]

xe "window size"

xe "X.25 facilities: window size"W(X)
Window Size (1 to 7)

D(XX)
xe "throughput class"

xe "X.25 facilities: throughput class"Throughput Class (3 to 12) [3=75, 4=150, 5=300, 6=600, 7=1200, 8=2400, 9=4800, 10=9600, 11=19200, 12=48000 bps] 

G(XX)
xe "closed user group"

xe "X.25 facilities: closed user group"Closed User Group (0 to 99)

O(XX)
Outgoing Access Closed User Group (0 to 99)

B(XXXX)
Bilateral Closed User Group (0 to 9999)

R
xe "reverse charging"

xe "X.25 facilities: reverse charging"Reverse Charging

N(XXXX...XX)
NUI (xe "network user identification"

xe "X.25 facilities: network user identification"Network User Identification) 15 characters maximum

C
xe "charging information"

xe "X.25 facilities: charging information"Charging Information

T(XXXX,XXXX, XXXX,XXXX)
xe "RPOA"

xe "X.25 facilities: RPOA"RPOA Transit Network Selection (XXXX = transit networks DNIC)

Z(XXX)
xe "Transit Delay"

xe "X.25 facilities: transit delay"Transit Delay (0 to 255)

F
Unrestricted Response xe "fast select"

xe "X.25 facilities: fast select"Fast Select

Q
xe "restricted response fast select"

xe "X.25 facilities: restricted response fast select"Restricted Response Fast Select

Async PAD Facilities

Following are definitions for some of the facilities usable with the PAD:

· Closed User Group (CUG): permits the DTEs in the group to communicate with each other but precludes communications with all others. The DTE can belong to one or more CUG.

· Closed User Group with Outgoing Access (OCUG): Lets the DTE originate calls to DTEs in the open part of the network (DTEs not belonging to any closed user group) and to DTEs belonging to the other CUGs with incoming access capability.

· Bilateral Closed User Group (BCUG): This enables pairs of DTEs to form bilateral relations allowing access between each other while excluding access to or from other DTEs.

· Reverse Charging: This is requested by the calling DTE (a collect call).

· Charge Information: If the DTE is to be charged, the DTE can send the charge information field when sending out the call request packet.

· RPOA Transit Network Selection: This provides a sequence of RPOA transit networks through which the call is to be routed.

· Transit Delay: The network should allocate resources and route the virtual call in a manner such that the transit delay applicable to the call does not exceed the transit delay you select.

Note: DTE means the async PAD in this case.
Using Facilities

The facilities are inserted in a manual call with the following format:

1.
Type Facility1 Facility2 etc. called address, user data [enter].
Example: P(7) R W(2) 87500062,A [enter].
The facilities can also be inserted into the pre-stored calls in the Calls command. The pre-stored calls are used for mnemonic calls and autocalls.

Network User Identification (NUI) Formats XE "NUI:procedures" 
The PAD supports CCITT, Sprint and Northern Telecom NUI formats. The format to be supported can be configured using the Network command. You can also configure whether or not a NUI must be entered as part of a manual call command in the same menu. Entry of the NUI differs for each of the three formats.

CCITT Format XE "CCITT Format" 
For this format the NUI is entered as part of the manual call, like the other facilities, by prefacing the NUI string with the letter n and enclosing the string in brackets. For example to place a call to network address 12345678 with the NUI testnui type the following:

1. Type n (testnui) 12345678 [enter]
The contents of the NUI string is determined by the network administration. If a NUI is required and none is entered then the PAD will display the following error message.

Athena Access: nui required

Re-enter the call and include a NUI should this occur.

Sprint Format XE "Sprint Format" 
For this format the NUI and password is entered as part of the manual call, after the destination address, separated from the address by commas. For example to place a call to network address 12345678 with the NUI test and the password nui type the following.

1.
Type 12345678,test,nui [enter].
Note: The password is not echoed even if echo is enabled on the port.

The contents of the NUI and password strings are is determined by the network administration. If a NUI is required and none is entered then the PAD will display the following error message.

Athena Access: nui required

Re-enter the call and include a NUI should this occur.

If no password is entered the PAD will prompt you to enter a password. Enter the password and the PAD will proceed with the call.

If user data is to be included with the call then it can be typed after the password with a comma separator. For example to add data as user data to the previous call type the following.

1.
Type 12345678,test,nui,data [enter].
Note: The user data is echoed if echo is enabled on the port. User data cannot be entered without entering both a nui and a password when Sprint NUI format is enabled.

Northern Telecom Format XE "Northern Telecom Format" 
For this format the NUI is entered prior to other facilities. The PAD then prompts you for the password and once entered displays a message indicating the NUI is active. The password is not echoed regardless of the current echo setting. The manual call can then be made entering all other facilities, address digits and user data as described previously. A sample session is shown in the following example.

PAD and User Data


Explanation

Athena Access: address?

PAD prompt.

NUI test



NUI entry.

Athena Access: password

PAD prompts for password

XXXXXXXX



No LF is sent after these.

nui




Password entry is shown here






for clarity (it is not echoed).

Access: network user identifier test active PAD prompt indicating NUI 
has been entered.

12345678,data


Manual call.

The contents of the NUI string is determined by the network administration. If a NUI is required and none is entered then the PAD will display the following error message.

Athena Access: nui required

Enter a NUI and then re-enter the call should this occur.

Fast Selectxe "fast select: procedures"
The asynchronous PAD supports both restricted and unrestricted Fast Select facilities. The Fast Select facility allows you to include data into the user data field of the call request packet and clear request packet. Including data in the user data field reduces the packet overhead and reduces the overall transaction time for applications that require transmitting a maximum of 124 bytes of data. Fast Selects are primarily used for point of sale terminals and credit card authorization applications.

The Fast Select facility is available for manual calls, mnemonic calls and autocalls. For manual calls, the unrestricted Fast Select facility is designated by F and the restricted Fast Select is designated by Q. The format to insert the unrestricted Fast Select facility into a manual call is:

1.
Type F Address,Data [enter]
Example: F 1200000001,fast select data [enter].

The format to insert the restricted Fast Select facility into a manual call is:

1.
Type Q Address,Data [enter].
Example: Q 1200000001,fast select data [enter].

For mnemonic calls, the Fast Select facility must be enabled in the Calls command. Either restricted or unrestricted Fast selects are available. The format for mnemonic calls with either unrestricted or restricted Fast Select facility enabled is:

1.
Type CALL Mnemonic,Data [enter].
Example: CALL Develcon,fast select data [enter].

Note: The Fast Select manual and mnemonic call must contain at least one byte of data in the user data field. The user data is separated from the called address or mnemonic name by a comma.

For autocalls, the unrestricted or restricted Fast Select facility must be enabled in the Calls command and the call entry linked to the interface. When the interface detects DTR from the terminal, the PAD waits for data from the terminal. The PAD re-initializes the interface if no input is received within 1 second after detecting DTR. The PAD transmits the fast select call with the data from the terminal when the time between input characters exceeds one second.

Note: The PADs should be set up to route incoming calls on address routing. The user data field of the call request packet is used for data in Fast Select calls.

The Host PAD, on receiving a Fast Select call from the Remote PAD, outputs the data to the Host Computer. After output is completed, the Host PAD waits for input from the Host Computer. When the time between input characters exceeds one second, the data is added to the clear request packet if the incoming call contains the restricted Fast Select facility. If the incoming call contains the unrestricted Fast Select facility, the data can either be added to the clear request packet or the call accepted packet depending on the configuration of the Host PAD. The Host PAD clears the call if no input is received within one second after the output has been completed. In the call connected state, either the Remote or Host PAD can send a clear request packet with additional data.

[image: image2.wmf]Caution: Only one PAD should be configured to send a clear request packet, however be sure that one PAD is configured to clear the call or each PAD will wait indefinitely for the other to terminate the session. The other PAD should be configured to wait for the clear request.

The PAD can be configured to enter the normal data transfer state from the call connected state. With this option configured, the calling PAD sends an unrestricted fast select call with data. The called PAD answers the incoming call with an acceptance with data and then both PADs enter the data state. Once the PADs are in the data state normal X.25 procedures apply. Data packets can be transferred between the PADs and the call can be cleared by either PAD, in the normal fashion, however, no data can be sent in the clear packet.

The options for configuring the unrestricted fast select mode of operation of the PAD are set in the Interface General menu using the FS Unrestricted command. The following table summarizes the actions performed for each of the options and Figure 11.4 through Figure 11.7 show sample sessions.

Option
Action performed on receipt of incoming call with unrestricted fast select facility
Action performed after sending or receiving fast select call accepted/connected packet

1
Deliver any data in call packet to port.

If data received from port send it in call accepted packet. If no data clear the call.
Wait for a clear from the other PAD.

2
Deliver any data in call packet to port.

If data received from port send it in call accepted packet. If no data clear the call.
If data received from the port send it in the clear packet. Otherwise, send a normal clear.

3
Deliver any data in call packet to port.

If data received from port send it in a clear packet. If no data clear the call.
Wait for a clear from the other PAD.

4
Deliver any data in call packet to port.

If data received from port send it in a clear packet. If no data clear the call.
If data received from the port send it in the clear packet. Otherwise, send a normal clear.

5
Deliver any data in call packet to port.

If data received from port send it in call accepted packet. If no data clear the call.
Enter the data state.




Figure 11.4 Unrestricted Fast Select Call and Clear Session




Figure 11.5 Unrestricted FastSelect Call, Accept & Clear Session 1




Figure 11.6 Unrestricted FastSelect Call, Accept & Clear Session 2




Figure 11.7 Unrestricted FastSelect Call, Accept & Entry to Data Mode

X.29xe "X.29: procedures"
The X.29 standard defines the procedures used to control and modify the X.3 parameters over the X.25 network by a remote PAD. The asynchronous PAD supports two predefined X.29 Set Packets configurable in the General command. The PAD’s interface has the option of sending X.29 Set Packet 1, X.29 Set Packet 2, or not sending any X.29 Set Packet to the Remote PAD. This option is configured in the Interface command.

X.29 Set Packets are generally configured for Host PADs. An incoming call to the Host PAD first causes a call connected packet to be sent to the Remote PAD provided the interface is available. The Host PAD then checks to see if the interface is configured to send X.29 Set Packet 1 or 2. If X.29 Set Packet 1 or 2 is enabled, the Host PAD then sends the X.29 Set Packet to the remote PAD modifying its X.3 parameters.

Sample Sessions

This section provides examples for various types of calls placed from the xe "remote PAD: sample sessions"Remote PAD to the xe "host PAD: sample sessions"Host PAD.

Example One

The user auto-bauds the interface to get Athena Access: address? and places a manual call to connect to the Host PAD. The user communicates with the host computer and then clears the call with the X.28 Clear command. See Figure 11.8.
Type: ... <return>




;Service Request command

Access: address? 12000000,A 


;Call Request command

Access: call connected [p=7 w=2 d=10] 













User communicates with host computer













[Ctrl] P clr [enter] or [Ctrl] P clear [enter] 
;Clear Command

Access: call cleared - local directive : diagnostic = 000 

Figure 11.8 Sample Session 1
Example Two

The user turns the terminal on and the Remote PAD autocalls the Host PAD. The user communicates with the host computer. The host computer drops DTR and the Host PAD clears the call. See Figure 11.9.

Terminal’s Data Terminal Ready (DTR) lead is raised

Access: call connected [p=7 w=2 d=10] 













User communicates with host computer













Host computer drops its DTR lead (Host PAD set for X.25 clearing)

Access: call cleared ‑ remote directive : diagnostic = 224 

Figure 11.9 Sample Session 2
Example Three

The user places a mnemonic call to connect to the Host PAD. The user communicates with the host computer. The host computer drops DTR and the Host PAD sends an X.29 clear to the Remote PAD. See Figure 11.10.

PRIVATE 
Access: address? Call Develcon



:Mnemonic Call Command 

Access: call connected [p=7 w=2 d=10] 













User communicates with the computer













Host computer drops DTR lead (Host PAD set for X.29 clearing)

Access: call cleared ‑ remote request : diagnostic = 000 

Figure 11.10 Sample Session 3
PVCs

xe "permanent virtual circuit: see PVC"Permanent virtual circuits (xe "PVC: reset options"PVC) on the PAD can run with either fixed baud (DTR detection) or auto-baud. With the latter, the PVC is not really active until the user auto-bauds the interface. This results in a reset being sent on that logical channel. Fixed baud (DTR detection) allows the interface to be active after a restart procedure if DTR is active.

PVCs set to auto-baud are not active until the interface has been auto-bauded. They can also be activated by an incoming data packet which awakens the PVC interface.

Terminals connected to PVC channels, if set to fixed baud (DTR detection), can be activated by turning on the terminal. This causes a reset to be sent on the logical channel, thus activating it. If the interface is set to auto-baud, then the events happen as explained above.

A PVC channel that is becoming active and receiving a reset from the remote end will normally confirm the reset. However, if DTR on the interface is not present, meaning the terminal does not exist or is turned off, the PAD does not confirm the reset. When the terminal is finally turned on, a reset confirmation is sent out if a reset was received, or a reset request is sent if a reset was not received.

Similarly, when a data packet is received and the terminal is turned off (no DTR), a reset is sent informing the remote end that the PVC interface is no longer operational. If Develcon-specific diagnostics are enabled, the reset contains diagnostic code 231: No DTR on PVC Interface. If the terminal is turned off (DTR drops), a reset as defined above is sent once again.

Extended Asynchronous PAD Buffering XE "Extended Asynchronous PAD Buffering" 
Athena Access has been used to address asynchronous data applications which rely on error free delivery of data. Certain applications do not permit the asynchronous PAD to flow control the port. In such applications, the host computer is usually unable to halt the flow of data or recover lost data.

The regular behavior for an Athena Access asynchronous PAD that cannot forward data is to assert flow control. The PAD will accumulate data to a total of 35 packets before discarding data.

The PAD, however, supports an optional buffering mode which allows it to buffer thousands of data packets if flow control is disabled The PAD will accumulate data until there are fewer than 2000 buffers available in the CPU module.

Configuring Extended Buffering in the Asynchronous PAD XE "Extended Buffering in the Asynchronous PAD:Configuring" 
Extended buffering can be enabled in the Interface General menu using the Dyn Buffering command. X.3 parameter 5 must be zero for the PAD to use extended buffering.

PAD Configuration XE "PAD Configuration" 
Async PAD Command Menu XE "Async PAD Command Menu" 
This menu is entered from the Config Command Menu, by requesting to configure a trunk on which the asynchronous PAD has been installed. The command available in this menu is:

· REload




The menus available from the Async PAD Command Menu XE "Stats Command Menu"  are:

· ASync
· PacketLevel
· PHysical
· STatistics

From this menu, you have the option to enter submenus to configure the asynchronous protocol or the packet level parameters and the physical settings of the trunk.

The Reload command allows you to revert back to the previously saved configuration, undoing any recent changes that have been made.

Async Protocol Command Menu XE "Async Protocol Command Menu" 
The Asynchronous Protocol Command Menu configures the asynchronous protocol parameters for the trunk.

The Show command displays the current settings of all parameters contained in the Async Protocol Command Menu, including those in all the submenus discussed later in this chapter. The menus available from the this menu XE "Stats Command Menu"  are:

· ALarms
· CAlls
· INterface
· MOdem

· NEtwork
· PRofiles
· SEcurity
· TImers

Alarms Command Menu XE "Alarms Command Menu" 
The Alarms Command Menu contains the necessary parameters to configure alarms. The commands available in this menu are:

· ENable
· HardWare
· INformational
· MAsk

· SystemAbnormal



The menus available from the Async Protocol Alarms Command Menu XE "Stats Command Menu"  are:

· EVent
· THreshold



This is the display from the Show command:

Alarm Priority Mask 
: 0

Local Alarm Enable 
: Enabled

Hardware Alarm 

: Enabled with priority 5

System Abnormality Alarm : Enabled with priority 3

Informational Alarm 
: Disabled

Event Alarms

 Link Up Alarm 

: Disabled

 Link Down Alarm 

: Disabled

Alarm Time Base 



: 1200

Latency Time Base 



: 3600

Number of Threshold Alarms Assigned 
: 0

Figure 11.11 Alarms Show Display

The commands available in the Async Protocol Threshold Alarms Command Menu are:

· ADd
· BAse
· CLear
· DElete

· LAtency
· LIst



This is the display from the Show command:

Alarm Time Base 



: 1200

Latency Time Base 



: 3600

Number of Threshold Alarms Assigned 
: 1

Item# 

Alarm 
Type 

Priority 

Threshold

12 

PARITY_ERROR 
6 


500

Figure 11.12 Threshold Alarms Show Display

Note: Chapter 5 provides more information on Athena Access’s alarm strategy and should be consulted before configuring alarms for the Asynchronous PAD.

Configuration of Alarms XE "Alarms" 
The List XE "List, Command"  command displays a list of conditions that can be selected to cause alarms. A maximum of nine alarms may be enabled at any time one time.

· CALL An excess number of calls may or may not be a problem, depending on the way the PAD is being used. Where calls are expected to be made only occasionally this alarm may alert the network manager to a call setup problem.

· RESET An excess number of resets can indicate incorrect network settings or other errors.

· BREAK An excess number of breaks can indicate problems with the device connected to the port. Streaming modems can cause numerous breaks.

· XON
Both XON and XOFFs occur normally in packet based networks where flow control is enabled. However, an excess may indicate a throughput problem in the network.

· XOFF Both XON and XOFFs occur normally in packet based networks where flow control is enabled. However, an excess may indicate a throughput problem in the network.

· CLEAR An excess number of clears may or may not be a problem, depending on the way the PAD is being used. Where calls are expected to be cleared only occasionally this alarm may alert the network manager to a network problem.

· PARITY An excess number of parity errors indicates a mismatch between the ERROR parity setting of the PAD and the terminal or problems with the connection between the terminal and the PAD.
· OVERRUN An number of overrun errors indicates that the PAD cannot accept ERROR data at the rate at which it is being received. Reduce the port speed if this persists.
Adding Threshold Alarms XE "Threshold Alarms" 
The Add XE "Add, Configuring"  command adds a specified alarm to the alarm enabled list.

1.
Type ad item (1 to 13 as they relate to the Alarms list).

2.
Type priority level (1 to 7, 7 is the highest priority) 

3.
Type threshold (0 to 1000000, 0 means alarm on every occurrence) 

4.
Press [enter].
The Delete XE "Delete, Configuring"  command removes the specified alarm from the Alarms Enable list.

1.
Type de.

2.
Type a value from 0 to 13 (0 for all, 1 to 13 equal items in Alarms Enable list).
3.
Press [enter].
Threshold Alarm Timers

The Base XE "Base, Configuring"  timer determines the measurement period and is set for all alarms set in the Alarms Enable list. An alarm will only be generated should the number of occurrences exceed the threshold during the time set by this timer.

1.
Type ba value (1 to 36000 in seconds) [enter].

The Latency XE "Latency, Configuring"  timer sets a period of time where a repeating alarm will not be reported until this timer has expired. To disable the latency timer, set it lower than the base timer.

1.
Type la value (1 to 54000 in seconds) [enter].

The Clear XE "Clear, Configuring"  command clears any alarms that have been latched to the latency timer.

1.
Type cl [enter].

The commands available in the Async Protocol Event Alarms Command Menu are:

· LinkDown
· LinkUp



Event Alarms XE "Event Alarms" 
The PAD XE "Frame Level"  provides two event alarms; these are Link up and Link down. The link is up when a call is connected and down when a call is cleared. Each is individually enabled and may have different priorities.

Hardware XE "Hardware Alarms" , System Abnormality XE "System Abnormality Alarms"  and Information Alarms XE "Information Alarms" 
The PAD allows these classes of alarms to be individually enabled. The default priorities for hardware, system abnormality and information alarms are 5, 4 and 3 respectively.

Temporary Disabling of Alarms

The Enable XE "Enable, Configuring"  command disables all alarms. It does not remove selected alarms from the Alarms Enable list.

1.
Type en and on or off, then press [enter].

The Mask XE "Mask, Configuring"  command determines the minimum priority level XE "Priority Level, Alarms"  of alarms to be reported. If the priority mask of any given alarm selected from the Alarms Enable list is lower than the mask, it will not generate an alarm This will not remove any alarm from the Alarms Enable list.

1.
Type ma value (0 to 7, 0 enables all alarms), then press [enter].

Calls Command Menu XE "Calls Command Menu" 
The Async Protocol Calls Command Menu configures the User Call table which is used for Mnemonic calls and Autocalls. Up to sixteen calls can be defined in this command menu. The Facility submenu allows you to configure an extended set of facilities to be used with the selected user call entry. The commands available in this menu are:

· ADdress
· MNemonic
· PacketSize
· ProfileLink

· SEcurity
· ThroughPut
· UserData
· WindowSize

The menu available from here is:

· FAcility




The Address command configures an X.25 destination network address (called address) for the selected call entry. An address may be any valid X.25 address up to 17 digits in length, or the default, off. The call index can be 1 to 16.

1.
Type ad call index and the destination address [enter].

The Mnemonic command assigns a mnemonic name to the call entry. The mnemonic name must be specified for each user call entry, otherwise the call entry is invalid. The maximum length for a mnemonic name is 16 characters. It consists of any valid string of ASCII characters up to 16 characters in length and control characters are allowed (the default is off).

1.
Type mn call index (1 to 16) and the mnemonic string or off.

2.
Press [enter].

The Packet Size command selects a negotiable packet size facility to be used with a selected call entry. The allowable values are: 128 (the default), 256, 512, 1024, 2048 or 4096.

1.
Type ps call index (1 to 16) and the value [enter].

The Profile Link command links one of the eight predefined X.3 profiles with the selected call entry. The allowable index is 1 to 16. The allowable profile index is a to h (the default is off).

1.
Type pl call index and the profile index, or off.

2.
Press [enter].

The Security command selects a Security Access Level for the selected user call entry. The allowable index is 1 to 16. The allowable values are: 0 for professional, 1 for simple, 2 for manager (the default is the professional access level).

1.
Type se call index (1 to 16) and the value [enter].

The Throughput command selects a negotiable throughput facility to be used with the selected call entry. The allowable index is 1 to 16. The allowable value is 3 to 13 (the default is 10).

1.
Type tp call index (1 to 16) and the value [enter].

The User Data command configures user data to be used with the selected call entry. The maximum length of a user data field is 12 characters. The control characters are allowed. The user data string is any valid string of ASCII characters including control characters, except [enter] (the default is off),

1.
Type ud call index (1 to 16) and the user data string, or off [enter].

The Window Size command selects a negotiable window size facility to be used with the selected call entry.

1.
Type ws call index (1 to 16) and the value (1 to 7, default = 2), then press [enter].

User
calls:

#
Mnemonic
DNA
User
data

1
Not configured
11111111
Not configured

2
Not configured
22222222
Not configured

3
Not configured
33333333
Not configured

4
Not configured
44444444
Not configured

5
Not configured
Not configured
Not configured

6
Not configured
Not configured
Not configured

7
Not configured
Not configured
Not configured

8
Not configured
Not configured
Not configured

9
Not configured
Not configured
Not configured

10
Not configured
Not configured
Not configured

11
Not configured
Not configured
Not configured

12
Not configured
Not configured
Not configured

13
Not configured
Not configured
Not configured

14
Not configured
Not configured
Not configured

15
Not configured
Not configured
Not configured

16
Not configured
Not configured
Not configured

User
calls:

#
Profile
link
Security
Psize
Wsize
Thput

1
Not configured
Professional
128
2
10

2
Not configured
Professional
128
2
10

3
Not configured
Professional
128
2
10

4
Not configured
Professional
128
2
10

5
Not configured
Professional
128
2
10

6
Not configured
Professional
128
2
10

7
Not configured
Professional
128
2
10

8
Not configured
Professional
128
2
10

9
Not configured
Professional
128
2
10

10
Not configured
Professional
128
2
10

11
Not configured
Professional
128
2
10

12
Not configured
Professional
128
2
10

13
Not configured
Professional
128
2
10

14
Not configured
Professional
128
2
10

15
Not configured
Professional
128
2
10

16
Not configured
Professional
128
2
10

User
calls:

#
Charging
Reverse_Chrg
Fast_Select
Transit_Delay
NUI

1
Disabled
Disabled
Disabled
Disabled
Disabled

2
Disabled
Disabled
Disabled
Disabled
Disabled

3
Disabled
Disabled
Disabled
Disabled
Disabled

4
Disabled
Disabled
Disabled
Disabled
Disabled

5
Disabled
Disabled
Disabled
Disabled
Disabled

6
Disabled
Disabled
Disabled
Disabled
Disabled

7
Disabled
Disabled
Disabled
Disabled
Disabled

8
Disabled
Disabled
Disabled
Disabled
Disabled

9
Disabled
Disabled
Disabled
Disabled
Disabled

10
Disabled
Disabled
Disabled
Disabled
Disabled

11
Disabled
Disabled
Disabled
Disabled
Disabled

12
Disabled
Disabled
Disabled
Disabled
Disabled

13
Disabled
Disabled
Disabled
Disabled
Disabled

14
Disabled
Disabled
Disabled
Disabled
Disabled

15
Disabled
Disabled
Disabled
Disabled
Disabled

16
Disabled
Disabled
Disabled
Disabled
Disabled

User
calls:

#
CUG
Outgoing_CUG
Bilateral_CUG
RPOA

1
Disabled
Disabled
Disabled
---- ---- ---- ----

2
Disabled
Disabled
Disabled
---- ---- ---- ----

3
Disabled
Disabled
Disabled
---- ---- ---- ----

4
Disabled
Disabled
Disabled
---- ---- ---- ----

5
Disabled
Disabled
Disabled
---- ---- ---- ----

6
Disabled
Disabled
Disabled
---- ---- ---- ----

7
Disabled
Disabled
Disabled
---- ---- ---- ----

8
Disabled
Disabled
Disabled
---- ---- ---- ----

9
Disabled
Disabled
Disabled
---- ---- ---- ----

10
Disabled
Disabled
Disabled
---- ---- ---- ----

11
Disabled
Disabled
Disabled
---- ---- ---- ----

12
Disabled
Disabled
Disabled
---- ---- ---- ----

13
Disabled
Disabled
Disabled
---- ---- ---- ----

14
Disabled
Disabled
Disabled
---- ---- ---- ----

15
Disabled
Disabled
Disabled
---- ---- ---- ----

16
Disabled
Disabled
Disabled
---- ---- ---- ----

Figure 11.13 Calls Show Display 

Facility Command Menu XE "Facility Command Menu" 
The commands available in the Async Protocol Calls Facilities Command Menu are:

· BCug
· CharGing
· CUg
· FastSelect

· NUi
· OCug
· TransitDelay
· RPoa

· ReverseCharging



The Bcug command configures the Bilateral Closed User Group facility for the selected user call entry. The allowable values for the value are: 0000 to 9999 (the default is off).

1.
Type bc call index (1 to 16) and the value, or off [enter].

The Charging command enables the charging facility for the selected user call entry. The default is off.

1.
Type cg call index (1 to 16) and on or off [enter].

The Cug command configures the Closed User Group facility for the selected user call entry.

1.
Type cu call index (1 to 16) and the value (00 to 99, default is off), then press [enter].

The Fast Select command selects the Fast Select facility for the selected user call entry. The allowable values are: restricted, unrestricted (the default is off).

1.
Type FS call index (1 to 16) and the value, or off [enter].

The NUI command configures the Network User Identifier facility for the selected user call entry. The NUI string is any valid string of ASCII characters up to 15 characters in length (the default is off).

1.
Type nu call index (1 to 16) and the string, or off [enter].

The Ocug command configures the Outgoing Closed User Group facility for the selected user call entry. The allowable values are: 00 to 99 (the default is off).

1.
Type oc call index (1 to 16) and the value, or off [enter].

The Reverse Charging command enables the reverse charging facility for the selected user call entry. 

1.
Type rc call index (1 to 16) and on or off [enter].

The RPOA command configures the Recognized Private Operating Agency facility for the selected user call entry. The allowable values are: up to 4 sets of RPOA DNICs in the range 0000 to 9999 (the default is off).

1.
Type rp call index (1 to 16).

2.
Type up to four values, or off for each.

3.
Press[enter].

The Transit Delay command configures the transit delay facility for the selected user call entry. The allowable values are: 0 to 65534 (the default is off).

1.
Type td call index (1 to 16) and the value, or off [enter].

The Show command displays the current setting of all facilities configured in this command menu.

Interface Command Menu XE "Interface Command Menu" 
The Interface Command Menu consists of submenus used to configure the terminal interface parameters. The menu is via the asynchronous protocol command menu. The menus available from the Interface Command Menu XE "Stats Command Menu"  are:

· DIsplay
· GEneral
· LEads
· MOde

· X29
· X3



Display Command Menu XE "Display Command Menu" 
The Interface Display Command Menu allows you to configure the banner, prompt, opening and closing messages and to enable the display of the date, time, port number and banner message. The banner, date and time messages appear at the start of each session. The port number, when it is enabled, is added to each prompt. The opening message is delivered to the port when an in coming call is received by the PAD and the closing message is delivered to the port as part of the sign off process. The menu is called up via the asynchronous protocol interface command menu by entering di. The commands available in this menu are:

· BAnner
· BannerString
· ClosingString
· DAte

· OpeningString
· POrt
· PRompt
· TIme

Banner


: Disabled

Date


: Disabled

Time


: Disabled

Port


: Disabled

Banner String
: Not configured

Prompt String
: Not configured

Opening String
: Not configured

Closing String
: Not configured
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The BAnner command enables the banner display for the terminal interface. The default is off.

1.
Type ba and on or off [enter].

The Banner String command configures the banner message for the port. The banner string is any valid string of ASCII characters up to 191 characters in length. Control characters are allowed (the default is off).

1.
Type bs “banner string” or off [enter].

The Closing String command configures a sign-off message for the port. The closing string is any valid string of ASCII characters up to 15 characters in length. Control characters are allowed (the default is off).

1.
Type cs “closing string” or off [enter].
The Date command enables the date to be displayed (the default is off).

1.
Type da and on or off [enter].

The Opening String command configures a sign-on message for the terminal interface. The opening string is any valid string of ASCII characters up to 15 characters in length. Control characters are allowed (the default is off).

1.
Type os “opening string” or off [enter]. 

The Port command enables a port stamp to be displayed (the default is off).

1.
Type po and on or off [enter].

The Prompt command configures a prompt message for the terminal interface. The prompt string is any valid string of ASCII characters up to 63 characters in length. Control characters are allowed (the default is off).

1.
Type pr “prompt string” or off [enter]. 

The Time command enables the time to be displayed (the default is off).

1.
Type ti and on or off [enter].

General Command Menu XE "General Command Menu" 
The Interface General Command Menu allows you to configure the general parameters of the terminal processor. The menu is called up via the asynchronous protocol interface command menu by entering ge. The commands available in this menu are:

· DLe
· DynBuffering
· FsLength
· VT100

· XonXoff
· FsUnrestricted
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FS Length

: 124

FS Unrestricted 
: Incoming call

Call connected
 Send clear+data 
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XON & XOFF 

: Control Character

DLE Character 
: Control Character

Dynamic Buffering
: Disabled
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The DLE command defines whether to send the hex character $90 as data or to process it as a DLE control character. When the DLe option is set to data, $90 is sent as data. When the option is set to control then $90 will be treated as if $10 were received. This option is used for applications which are running eight data bits and no parity and have a hex character of $90 as part of the data. The settings are control or data (the default is control, DLE is considered a control character).

1.
Type dl setting [enter].

The Dyn Buffering command is used to control the number of buffers the PAD will allocate to the port if the port does not support flow control. With flow control the PAD will accumulate data to a total of 35 packets before discarding data.

If flow control is disabled (X.3 parameter 5 is zero) and dynamic buffering is enabled the PAD will buffer data until there are fewer than 2000 buffers available in the CPU module (the default off).

1.
Type db and on or off [enter].

The FS Length command configures the maximum fast select user data length. Note that only 124 bytes are available for the fast select data because the PAD automatically inserts the Protocol Identifier bytes (PID) into the first four bytes of the user data field of the fast select call if so configured.

1.
Type fl and the length (1 to 124, the default is 124) [enter].

The FS Unrestricted command configures the X.3 PAD for handling unrestricted fast select facilities. On incoming calls with the unrestricted fast select facility, the PAD can either send a fast select acceptance plus data or send a clear plus data. After receiving a call connected response, the PAD can either wait for a clear from the other PAD or send a clear plus data. The PAD can be configured to enter the normal data transfer state from the call connected state. The following options are available.

1.
Type fu and the option (1 to 5, the default option 4) [enter].

Read the following table for an explanation of the options.

Option
Action performed on receipt of incoming call with unrestricted fast select facility
Action performed after sending or receiving fast select call accepted/connected packet

1
Deliver any data in call packet to port.

If data received from port send it in call accepted packet. If no data clear the call.
Wait for a clear from the other PAD.

2
Deliver any data in call packet to port.

If data received from port send it in call accepted packet. If no data clear the call.
If data received from the port send it in the clear packet. Otherwise, send a normal clear.

3
Deliver any data in call packet to port.

If data received from port send it in a clear packet. If no data clear the call.
Wait for a clear from the other PAD.

4
Deliver any data in call packet to port.

If data received from port send it in a clear packet. If no data clear the call.
If data received from the port send it in the clear packet. Otherwise, send a normal clear.

5


Deliver any data in call packet to port.

If data received from port send it in call accepted packet. If no data clear the call.
Enter the data state.

[image: image3.wmf]Caution: Only one PAD should be configured to send a clear request packet, however be sure that one PAD is configured to clear the call or each PAD will wait indefinitely for the other to terminate the session. The other PAD should be configured to wait for the clear request.

The VT 100 command enables the VT100 feature to be used for the VT100 terminals. If enabled, the X.3 PAD will packetize the contents of the PF keys into a separate single packet (the default off).

1.
Type vt and on or off [enter].

The Xon Xoff command defines whether to transmit the hex characters $91 and $93 as data or to process them as XON and XOFF characters. If set to data, $91 and $93 are sent as data, otherwise they are treated as XON and XOFF characters. This feature is used for applications which are running 8 bits with no parity and have $91 and $93 as part of the data. The allowable settings are control or data (the default is control: $91 and $93 are control characters).

1.
Type xx setting [enter].

 Leads Command Menu XE "Leads Command Menu" 
The Leads Command Menu allows you to configure hardware flow control, break handling features and lead control features. The commands available in this menu are:

· BreakProcess
· ClrBreak
· CtsRaise
· FlowControl

· IgnoreDtr
· IgnoreRts
· ModemDtr
· RingIndicator

· TxBreak




H/W Flow Control 

: Disabled

Break Processing 

: Enabled

Transmit Break 

: Enabled

Break on Clear 

: Disabled

Assert CTS 


: Disabled

Modem DTR 
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Ring Indicator 

: Disabled

Ignore DTR 


: Disabled

Ignore RTS/CTS 

: Disabled
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The Break Process command enables full X.29 break processing; the PAD sends an interrupt confirmation after the break is sent to the terminal. If disabled, the interrupt confirmation is sent immediately on receiving the interrupt request (the default is on).

1.
Type bp and on or off [enter].

The Clr Break command enables transmitting a break to the terminal interface when a call is cleared. This option is primarily used for computers, such as some Data General machines, that require a break signal to know that the call has been cleared (the default is off).

1.
Type cb and on or off [enter].

The CTS Raise command enables the raising of CTS after the PAD sends the Call Acceptance for the interface. If the option is enabled, the interface has to be configured for outgoing calls and autocalls. This option is only used where the application begins transmitting when it sees CTS raised high. Raising CTS after the PAD sends Call Acceptance prevents the terminal from sending data until the call is established, thus preventing data loss (the default is off).

1.
Type cr and on or off [enter].

The Flow Control command enables hardware flow control for the terminal interface. Hardware flow control is also known as CTS flow control because the interface drops the CTS lead to stop data flow from the connected device. Hardware flow control requires the X.3 parameter P5 to be set to 1 (the default is off).

1.
Type fc and on or off [enter].

The Ignore DTR command configures the X.3 PAD to ignore the DTR lead (the default is off).

1.
Type id and on or off [enter].

The Ignore RTS command configures the X.3 PAD to ignore the RTS lead (the default is off).

1.
Type ir and on or off [enter].

The Modem DTR command enables the assertion of DTR regardless of whether CD is present at the interface. It is only used when the PAD is configured to be the DTE. Dial-up modems require DTR to be present before they will answer a call from the calling modem. The interface can supply the DTR signal to the dial-up modem by enabling the option (the default is off).

1.
Type md and on or off [enter].

The RingIndicator option enables an RI signal on pin 22 for computers that require an RI signal to activate the computer port (the default is off).

1.
Type ri and on or off [enter].

The TX Break command enables the transmission of a break signal to the interface in the data state when a break is received via the X.25/X.29 Interrupt/Break procedure (the default is on).

1.
Type tb and on or off [enter].

Mode Command Menu XE "Mode Command Menu" 
The Mode Command Menu allows you to configure the types of calls that are allowed for the terminal interface. The commands available in this menu are:

· AutoBaud
· AutoCall
· autoCouNter
· INcoming

· OUtgoing




Incoming 
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Outgoing 
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Autobaud 

: Enabled

Autocall 

: Disabled

Autocounter 

: 8
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The Auto-baud command enables the autobaud feature to be used for the terminal interface. If enabled, the PAD will automatically determine the speed and parity of the terminal when you type several periods (....) and presses [enter]. The interface must have the Outgoing option enabled in order for the Autobaud option to work (the default is on).

1.
Type ab and on or off [enter].

The Auto-call command enables the specified interface to automatically place a call on detecting DTR or [enter] from the terminal. Autocall on an [enter] requires that the autobaud option be turned off. The DTR detection method allows you to turn on the terminal to place a call and to clear the call by turning off the terminal. The Outgoing option must be enabled in order for the Autocall option to operate. Before the Autocall option is selected, the user call must be configured via the asynchronous protocol calls command menu.
1.
Type ac setting (on or off).

2.
Type the value (dtr or cr).

3.
Type call index (1 to 16) [enter].

The Auto-counter command configures the number of autocall retries. Setting the retry counter to 0 configures the X.3 PAD to retry indefinitely. Use this setting with care as most public networks charge for call attempts. Also, the network may get flooded with calls, significantly reducing its performance (the default is 8).

1.
Type cn and the value (0 to 255, 0 = indefinitely) [enter].

The Incoming command enables incoming calls for the interface. Incoming calls are enabled on Host PADs which are connected to a Host CPU. Normally, the Host PAD port does not generate calls but accepts calls (the default is on).

1.
Type in and on or off [enter].

The Outgoing command enables outgoing calls for the interface. Outgoing calls are enabled on Remote PADs where the interfaces are connected to terminals and printers. Normally, the Remote PAD port places calls to the Host PAD (the default is on).

1.
Type ou and on or off [enter].

X.29 Command Menu XE "X.29 Command Menu" 
The X.29 Command Menu allows you to select and configure one of the two predefined X.29 Set packets. The X.29 Set packet is sent, if enabled, after sending a call acceptance for an incoming call. The packet sets the X.3 parameters of the PAD port used by the caller. The commands available in this menu are:

· COnfigure
· SElect
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The Configure command configures two predefined X.29 Set packets for setting remote X.3 parameters. The parameter number: any valid X.3 parameter number. The allowable values are: any valid value for the selected X.3 parameter or off to delete the parameter from the X.29 Set packet.

1.
Type co set (1 or 2) parameter = value [enter].

The Select command allows you to select one of the two X.29 Set packets or to disable both of them so that no X.29 is sent (the default is off).

1.
Type se value (1, 2, or off) [enter].

X.3 Command Menu XE "X.3 Command Menu" 
The X.3 Command Menu configures the X.3 parameters and two additional packetizers for the terminal interface. The commands available in this menu are:

· PacKetizers
· PaRameters
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The Packetizers command configures two additional packetizers that can be defined aside from the X.3 parameter P3 configured with the Parameter command.

1.
Type pk packetizer (1 or 2), decimal value (1 to 127; 0 = disabled) [enter].

Note: To convert characters to their decimal value see the ASCII Chart in this document. 

The PaRameters command configures the X.3 parameters for the terminal interface. The allowable parameter is any valid X.3 parameter number. The allowable values are any valid value for the selected X.3 parameter.

1.
Type pr parameter = value [enter].

Note: See “X.3 Parameters” for a list of the valid values for the PAD’s X.3 parameters. e.g., PR 4 = 16 sets P4 to 16.

Modem Command Menu XE "Modem Command Menu" 
The asynchronous protocol modem command menu allows you to configure X.28 dial-out related parameters. 

The Show command displays the current settings of all the parameters configured in the modem command menu. The commands available in this menu are:

· DIaling
· DialingString
· OFfset
· WaitTimer

X.28 Dial Out 
: Disabled

Dial Out String 
: Not configured

Offset 

: 1

Wait Timer 

: Disabled
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The Dialing command enables X.28 dial-out option (the default is off).

1.
Type di and on or off [enter].

The Dialing String command allows you to configure the X.28 dial-out string. The string can contain the phone number to be dialed and any special characters used to control the modem. The PAD will transmit the contents of the string character by character unless the character is n. In this case, the PAD will extract an address digit from the called address in the incoming call packet, beginning at the position defined by the Offset command. The at must be entered as part of the Dial String if it is desired. The allowable string is any valid string up to 31 characters in length (the default is off).

1.
Type ds “dial-out string”, or off [enter].

Example: ds “dt416,4257800”, or ds “atdtnnn,nnnnnnn” to extract a ten digit phone number from the called address.

The Offset command allows you to configure the start position in the called address for the extraction of address digits as configured using the Dialing String command.

1.
Type of value (1 to 17, the default is 1) [enter].

The Wait Timer command allows you to configure the time the PAD will wait for carrier to turn on after dialing out. Use this value with care as the PAD will wait forever.

1.
Type wt value (5 to 255 sec., the default is 0: disabled) [enter].

Network Command Menu XE "Network Command Menu" 
The Network Command Menu consists of the commands that allow you to configure Level 3 parameters of the asynchronous PAD. The menu is called up via the asynchronous protocol command menu by entering ne.

The Show command displays the current settings of all the parameters configured in the network command menu. The commands available in this menu are:

· DBit
· MBit
· NuiAddress
· NuiFormat

· NuiRequired
· NuiValidation
· PId
· SourceAddress

· TrunkPriority
· X29Clear
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The D-bit command enables the use of the Delivery Confirmation option for the interface. If enabled, the PAD will send call request, call acceptance and data packets with the D-bit set. If disabled, the PAD will clear the channel if an incoming call, call connected or data packet is received with the D-bit set (the default is off).

1.
Type db and on or off [enter].

The M-bit command enables the M-bit feature. If enabled, the PAD sets the M-bit when it forwards full packets (the default is off).

1.
Type mb and on or off [enter].

The NUI Address command allows you to configure a special address to be used in the call request command so that Sprint NUIs can be verified by a Sprint server. The address is any valid address up to 17 digits in length (the default is off).

1.
Type na address, or off [enter].

The NUI Format command allows you to configure different NUI formats. The allowable settings are: ccitt, sprint and ntel (the default is ccitt nui format).

1.
Type nf setting [enter].

The NUI Required command allows you to specify the NUI as a mandatory facility (the default is no).

1.
Type nr and yes or no [enter].

The NUI Validation XE "NUI Validation, Configuring"  command allows you to configure the NUI validation to be enabled, disabled or to select the passthrough option.

When NUI validation is enabled, the NUI facility from the call request packet will be passed to the NUI validator for validation. Calls without the NUI facility will be cleared.

When NUI validation is disabled, any calls that contain the NUI facility will be cleared.

When the passthrough option is selected, any NUI information received from the DTE is passed through the node transparently to another DTE. The allowable settings: enable, disable, passthrough (the default is passthrough).

1.
Type nv setting [enter].

The PID command specifies whether the PAD ignores or checks for the presence of Protocol Identifier bytes (PID) in incoming calls. If the setting is off, the PAD expects at least four bytes of user data in incoming calls and the first byte must be 01 (the default is off).

1.
Type pi and on or off [enter].

The Source Address command configures the Calling Address for the PAD. The PAD inserts the calling address into the Call Request Packet during an outgoing call. The source address is any valid address up to 17 digits in length (the default is off).

1.
Type sa source address, or off [enter].

The Trunk Priority command selects the priority value of the trunk. The trunk’s priority is used in load balancing and traffic prioritization (the default is 0).

1.
Type tp value (0 to 7) [enter].

The X29 Clear command controls the nature of the clearing process when the PAD discovers the loss of Data Terminal Ready (DTR) on the interface. If enabled, the PAD sends outstanding data packets to the remote side and then an Invitation To Clear message. The remote side then clears the call avoiding data loss. If disabled, the PAD sends an X.25 clear packet and any outstanding data packets may be discarded (the default off).

1.
Type xc and on or off [enter].

Profiles Command Menu XE "Profiles Command Menu" 
The Profiles Command Menu allows you to define up to 8 customized X.3 profiles. The PAD also supports nine standard profiles numbered 1 to 7, 90 and 91. The profiles allow you to customize the interface’s X.3 parameters to values which meet the needs of your application. The commands available in this menu are:

· MNemonic
· PArameters
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The Mnemonic command assigns a mnemonic name to the profile. The mnemonic name is used only as a label. For example, if a particular profile is used to connect to an HP HOST computer, you may want to call the profile “HP”, rather than “profile a”, which is meaningless (the default is off, profiles not assigned).

1.
Type mn profile index (a to h).

2.
Type the mnemonic string (up to 4 characters) or off.

3.
Press [enter].

The Parameters command is used to customize the X.3 parameters for the selected profiles.

1.
Type pa profile index (a to h).

2.
Type any valid X.3 parameter.

3.
Type = value... 

4.
Press [enter].

Example: to configure the profile a with a mnemonic name of “DG” and with the X.3 parameters of P4 = 1, P5 = 1, P6 = 1, P7 = 8 and P12 = 1 enter: mn a DG pa a 4 = 1 5 = 1 6 = 1 7 = 8 12 = 1 [enter]
Security Command Menu XE "Security Command Menu" 
The Security Command Menu allows you to enable PAD security which is used to restrict users to only the calling capabilities for which they are authorized. There are three levels of security, namely, professional, manager and simple. Entry of the simple password allows you to use any mnemonic call which has the simple level of security. Entry of the manager password allows you to use any of the mnemonic calls which have the simple or manager security level. Entry of the professional password allows you to use all of the mnemonic calls as well as make manual calls. Simple and manager passwords will not allow manual calls to be made. In this menu you configure the Security Access Level passwords and at least one of them must be configured before enabling PAD security. The commands available in this menu are:

· MAnager
· PRofessional
· SEcurity
· SImple

Security


: Disabled

Simple Password

: Not configured

Manager Password

: Not configured

Professional Password
: Not configured
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The Manager command configures the “manager” level password for PAD security. Control characters are not allowed. The string is any valid ASCII string up to 15 characters in length.

1.
Type ma or off [enter].

The Professional command configures the “professional” level password for PAD security. Control characters are not allowed. The string is any valid ASCII string up to 15 characters in length.

1.
Type pr “string”, or off [enter].

The Security command enables PAD security used for the mnemonic calls. (the default is off)

1.
Type se and on or off [enter].

The Simple command configures the “simple” level password for PAD security. Control characters are not allowed. The string is any valid ASCII string up to 15 characters in length.

1.
Type si “string”, or off [enter].

Timers Command Menu XE "Timers Command Menu" 
The asynchronous protocol timers command menu allows you to configure the interface’s timers. The menu is called up via the asynchronous protocol command menu by entering ti. The commands available in this menu are:

· AutoCall
· DAta
· InacTivity
· InputState

· OffState
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The Auto-call command configures the amount of time that must expire between autocall retries if a connection is not made. (the default is 3 sec.)

1.
Type ac value (1 to 255 seconds, 0 to disable) [enter].

The Data command selects the idle timer base that is used by P4 of the X.3 parameters. The PAD supports 50 msec and 5 msec base unit. (the default is 50 msec.)

1.
Type da value (0=50 msec timer, 1=5 msec.) [enter].

The Inactivity command configures the Channel Inactivity timer. This timer is started when a call is connected and reset whenever a data packet is sent or received by the PAD. If the timer expires the call is cleared (the default is disabled) The allowable values are: 2 to 255 minutes; 0=disabled; 1=invalid value.

1.
Type 
it value (2 to 255) [enter].

The Input State command configures the amount of time available for you to enter a command during the sign-on state. When the input state timer runs out, the PAD re-initializes the interface. The allowable values are: 5 to 255 seconds; 0=disabled (the default is 60 sec.).

1.
Type is value (5 to 255) [enter].

The Off State command configures the time the PAD remains in the sign-off state after a call has cleared. The PAD waits in this state for the length of the timer to ensure the device connected to the PAD recognizes that the PAD has dropped its control leads (DSR and CD). The PAD will abort the time-out once it detects DTR is off, indicating the device connected to the PAD has detected that the PAD has dropped its control leads. The allowable values are: 1 to 255 seconds; 0 = disabled (the default is 1 sec.).

1.
Type os value (1 to 255) [enter].

Asynchronous PAD Physical Command Menu XE "Asynchronous PAD Physical Command Menu" 
The asynchronous PAD physical command menu consists of the commands used to configure hardware related parameters. The menu is called up by entering ph. The commands available in this menu are:

· BaudRate
· PArity
· StopBits
· WordLength

The Show command displays the current settings of all parameters contained in the asynchronous PAD physical command menu including lead status and hardware interface information.

Hardware interface 
: DCE V.24/V.28 Revision 0

Async Baudrate 

: 19200

Word Length 


: 8

Parity 


: NONE

Stop Bits


: 1
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Port 8: WAN V24 - DCE

Async Mode: Baud Rate = 57600

DCD: ON

CTS: OFF

DSR: OFF

RTS: OFF

DTR: OFF

RI:  OFF

TI:  OFF
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The Baud Rate command configures the bit rate of the interface. The allowable values are: 300, 600, 1200, 2400, 4800, 9600, 19.2k, 38.4k 57.6k and 115.2k (the default is 9600 b/sec).

1.
Type br value [enter].

Note: for ports 5 to 8 the highest rate you can configure is 57.6k.

The Parity command configures the parity for the interface (the default is none). The PAD supports the following types of parity: 

· odd = o

· even = e

· none = n

· mark = m

· space = s

1.
Type pa value (o, e, n, m or s) [enter].

The Stop Bits command configures the number of stop bits for the interface (the default is 1 stop bit).

1.
Type sb and 1 or 2 [enter].

The Word Length command configures the word length for the interface (the default is 8 bits).

1.
Type wl and 7 or 8 [enter].

Asynchronous PAD Packet Level Command Menu XE "Asynchronous PAD Packet Level Command Menu" 
The asynchronous PAD packet level command menu contains submenus and commands to configure the Level 3 related parameters of the asynchronous PAD. The menu is called up via the asynchronous PAD command menu by entering pl.

The Show command displays the current settings of all parameters contained in the all submenus discussed later in this section. The commands available in this menu are:

· FastselAccept
· FastselPermit
· LCharging
· PacketSize

· RCacceptance
· RcPermittance
· ThroughPut
· TYpe

· WindowSize




The menu available from the Asynchronous PAD Packet Level Command Menu XE "Stats Command Menu"  is:

· PVcconfig




Source LCN 


: 1

Destination LCN

: 1

Destination Address
: Not configured

Destination Region ID
: Not configured

Destination Node ID
: Not configured

Destination Trunk

: Not configured

Window Size 


: 2

Packet Size


: 128

Throughput Class

: 10

Figure 11.28 Packet Level Mode Show Display

The Type command configures the channel type for the interface.

1.
Type 
ty setting [enter].

The allowable setting: svc or pvc (the default is svc).

Packet Size



: 256

Window Size



: 7

Throughput Class


: 13

Local Charging Prevention
: Disabled

Reverse Charging Acceptance
: Enabled

Reverse Charging Permittance
: Enabled

Fast Select Acceptance

: Disabled

Fast Select Permittance

: Enabled

LCN




: 1

Type




: SVC

Figure 11.29 Packet Level Negotiation Show Display

The Fastsel Accept XE "Fast Select Acceptance, Configuring"  command configures the PAD to allow or disallow forwarding of fast select XE "Fast Select"  calls to the PAD from the network. If fast select acceptance is enabled, the PAD will accept an incoming call with up to 128 bytes of user data and respond with a call accept or clear indication packet with up to 124 bytes of data.

1.
Type fa and enable or disable [enter].

The Fastsel Permit XE "Fast Select Permittance, Configuring"  command configures the PAD to allow or disallow the sending of fast select calls to the network. If permittance is disabled, no fast select calls can be made.

1.
Type fp and enable or disable [enter].

The L Charging XE "Local Charging Prevention, Configuring"  command enables or disables local charging prevention for the PAD. Local charging prevention applies to both incoming and outgoing calls and ensures that the PAD will not be charged for the calls. If local charging prevention is enabled, calls placed by the PAD to the network will be examined for the reverse charging facility, and the reverse charging facility will be inserted if it is not already present. Calls from the network to the PAD will not be forwarded to the PAD if reverse charging is requested. If local charging prevention is disabled, the PAD will be billed if it places calls without requesting reverse charging or accepts calls that have reverse charging requested.

1.
Type lc and enable or disable [enter].

The RC Acceptance XE "Reverse Charging Acceptance, Configuring"  command enables or disables the ability to have a call from the network reverse charged to the PAD.

When reverse charging acceptance is disabled, the PAD XE "DTE"  may make normal or reverse charging XE "Reverse Charging"  calls, but it may not receive reverse charged calls.

1.
Type rc and enable or disable [enter].

The RC Permittance XE "Reverse Charging Permittance, Configuring"  configures the PAD to refuse or allow you to make reverse charged calls from the interface. If permittance is not enabled, all reverse charged calls you make will be locally cleared by the PAD.

1.
Type rp and enable or disable [enter].

Configuration options of the reverse charging related parameters are summarized in the following table.
Reverse Charging Permittance
Local Charging Prevention
Reverse Charging Acceptance


Comment

off
off
off
Reverse charged calls may not be placed to/by the PAD. Billing will occur when the PAD places regular calls.

off
off
on
Reverse charged calls may not be placed by the user but may be placed to the PAD. Billing will when the user places regular calls and accepts reverse charged calls.

off
on
off
Reverse charged calls may not be placed to/by the PAD. Calls from the user will be altered to request reverse charging before being forwarded to the network.

off
on
on
Billing will not occur.



on
off
off
Reverse charged calls may be placed by the user but not to the PAD. Billing will occur when the user places regular calls.

on
off
on
Reverse charged calls may be placed to/by the DTE. Billing will occur when the DTE places regular calls and accepts reverse charged calls.

on
on
off
Reverse charged calls may be placed by the user, and regular calls from the user will be altered to request reverse charging before being forwarded to the

on
on
on
network. Reverse charged calls will not be accepted by the PAD. Billing will not occur.

Reverse Charging Permittance on, Local Charging Prevention off and Reverse Charging Acceptance on is the default.

The Packet Size command selects the maximum number of bytes that will make up a packet. The allowable values are: 128, 256, 512, 1024, 2048 and 4098 (the default is 4096).

1.
Type ps value [enter].

The Throughput command specifies the speed or throughput class that will be included in the facility portion of the call setup packet when negotiation is enabled (the default is 4).

1.
Type tp value (3 to 13) [enter].

The Window Size command sets the number of unacknowledged packets outstanding to be allowed on the trunk at any one time (the default is 7).

1.
Type ws value (1 to 7) [enter].

PVC Configuration Command Menu XE "PVC Configuration Command Menu" 
The PVC Config command menu allows you to configure a PVC channel if the channel is configured as PVC using the Type command. It is possible to specify the actual destination of the PVC in two different ways. Either the destination X.25 address can be given or the destination region ID, node ID and trunk or port number of the destination asynchronous PAD can be given. In both cases the destination LCN, packet size, window size and throughput class should be configured.


Figure 11.30
 and Figure 11.31 illustrate the Athena Access asynchronous PAD deployed in two sample networks. In the first figure a Public X.25 network connects the PADs, while the second illustrates their use in a private Athena Access network.



Figure 11.30 PVC Configuration for a Public Network

Assume that a PVC is to be configured from terminal one to terminal two in the network of 
Figure 11.30
 and that a routing entry already exists in the DTE routing table of Athena Access 1 that routes connections to network address 2341 to Trunk 2 of Athena Access 1. Also, assume there is a routing in Athena Access 2 which routes connections to 9132 to Trunk 1 of Athena Access 2. The PVC will use logical channel 2 on Athena Access 1 Trunk 2 and logical channel 3 on Athena Access 2 Trunk 1. The public X.25 network is configured to have a PVC connection from channel 2 of its 9132 port to channel 3 of its 2341 port. To configure the PVC for terminal one in 
Figure 11.30
, with window size of 3, packet size of 256 throughput class of 11 and accounting disabled for the terminal one PAD, enter the following commands from the packet level command menu.

1.
Type mo ty pvc.

2.
Type pv ad 2341 dl 2 ws 3 ps 256 tp 11 ac never.

You must also configure a PVC from trunk 2 to trunk 1 of the PAD. Consult the X.25 Network Operations Guide for details on how to configure the PVC.

To configure the PVC for terminal two in 
Figure 11.30
, to match the configuration of terminal 1 but with accounting enabled for the terminal two PAD, enter the following commands from the packet level command menu.

1.
Type mo ty pvc.

2.
Type pv ad 9132 dl 3 ws 3 ps 256 tp 11 ac always.

As before, you must also configure a PVC from trunk 1 to trunk 2 of the PAD. 




Figure 11.31 PVC Configuration for an Athena Access Network

Figure 11.31 illustrates the use of nodal routing to configure PVCs between terminals one and four and terminals two and three. In this case the destination logical channels are all one as they each refer to the logical channel of the asynchronous PAD which always uses channel one. For the terminal one to four connection the packet size is to be 128, the window size 4 and the throughput class 10. Accounting is to be performed at the terminal four PAD. For the terminal two to three connection the packet size is to be 256, the window size 3 and the throughput class 11. Accounting is to be performed at the terminal three PAD. For the terminal one PAD, enter the following commands from the packet level command menu.

1.
Type ty pvc.

2.
Type pv dl 1 ri 1 ni 3 tr 3 ps 128 ws 4 tp 10.

For the terminal four PAD, enter the following commands from the packet level command menu.

1.
Type ty pvc.

2.
Type pv dl 1 ri 1 ni 1 tr 1 ps 128 ws 4 tp 10.

For the terminal two PAD, enter the following commands from the packet level command menu.

1.
Type ty pvc.

2.
Type pv dl 1 ri 1 ni 2 tr 3 ps 256 ws 3 tp 11.

For the terminal three PAD, enter the following commands from the packet level command menu.

1.
Type ty pvc.

2.
Type pv dl 1 ri 1 ni 2 tr 2 ps 256 ws 3 tp 11.

The commands available in the Async PAD Packet Level PVC Configuration Menu are:

· ADdress
· DestinationLcn
· NodeId
· PacketSize

· RegionId
· ThroughPut
· TRunk
· WindowSize

Source LCN


: 1

Destination LCN

: 1

Destination Address
: Not configured

Destination Region ID
: Not configured

Destination Node ID
: Not configured

Destination Trunk

: Not configured

Window Size


: 2

Packet Size


: 128

Throughput Class

: 10

Local Account

: OUTGOING

Figure 11.32 Packet Level Mode PVC Show Display 

The Address command configures the destination X.25 address for the PVC channel. The allowable address is any valid X.25 address up to 17 bytes in length (the default = not configured).

1.
Type ad address [enter].

The Destination LCN command configures the destination logical channel for the PVC.

1.
Type dl value (1 to 4095, the default is 1) [enter].

The Node ID command configures the node ID of the PVC’s destination node. (the default is = not configured).

1.
Type ni value (0 to 199) [enter].

The Packet Size command configures the packet size for the PVC. The allowable values are: 128, 256, 512, 1024, 2048 and 4096 (the default is = not configured).

1.
Type ps value [enter].

The Region ID command configures the region ID of the PVC’s destination node (the default is = not configured).

1.
Type ri value (0 to 199) [enter].

The Throughput command configures the throughput class of the PVC (the default is = not configured).

1.
Type tp value (3 to 13) [enter].

The Trunk command configures the destination trunk in the PVC’s destination node (the default is = not configured).

1.
Type tr value (1 to 64) [enter].

The Window Size command configures the window size of the PVC (the default is = not configured).

1.
Type ws value (1 to 7) [enter].

Troubleshooting

PAD Messages

Network Messagesxe "network: messages"

xe "X.28 messages"
Address?

This is a sign-on message for an SVC. This message indicates that you are connected to the PAD and that the speed and parity have been set. Proceed with the desired command. This message can be configured to something more appropriate for your network in the Asynchronous Protocol Interface Display Menu by using the Prompt command.

Called by ADDRESS,USER DATA [p=(7-12) w=(1-7) d=(3-12)]

This message indicates that a host or terminal has called you. Its address and any user data will be displayed. Proceed with sign-on. The facilities p, w, d displayed represent the values that will be used for the duration of the call.

Call connected [p=(7-12) w=(1-7) d=(3-12)]

This message indicates that the SVC connection between your terminal and the destination has been established successfully. The facilities p, w, d displayed represent the values that will be used for the duration of the call.

Re-enter

This message indicates that a transmission error has occurred in the current input line to a terminal which is operating with echo disabled. Re-enter the line. The problem is usually a parity error.

Parity error

This error indicates that a parity error has occurred in the current line to a terminal which is operating in echo mode (P2 = 1). The character which is in error is not echoed. Re-enter the character and continue normal input.

Invalid command

This message indicates that there is a syntax error in the command. Correct it and re-enter the command. 

Closed user group error

This error occurs when there is a syntax error in either a outgoing or normal Closed User Group (CUG) field in a manual call command. Common causes of the error are not enclosing the CUG field with brackets [“()”], having more than two decimal digits for the CUG number, including no CUG number between the brackets or inserting more than one CUG field in the manual call.

Invalid RPOA

This error occurs when there is a syntax error in the RPOA field in a manual call command. Common causes of the error are not enclosing the RPOA field with brackets [“()”] or having more than four decimal digits for each RPOA number.

Invalid throughput class, 3-12 allowed.

This error occurs when there is a syntax error in the Throughput Class field in a manual call command. Common causes of the error are not enclosing the Throughput Class field with brackets, having more than two decimal digits for the Throughput Class number or requesting a value outside the range 3 to 12.

More than 12 data characters 

This message indicates that the user data portion of a manual call, which does not request that fast select be used, is too long. Only twelve characters are allowed.

Fast select user data too long 

This message indicates that the user data portion of a manual call, requesting that fast select be used, is too long. From one to the configured value of Fast Select Length character are allowed. Fast Select Length is configured in the Asynchronous Protocol Interface General Command Menu.

No fast select user data received 

This message indicates that the user data portion of a manual call, requesting that fast select be used, has no user data.

Invalid window size

This error message implies that the window size requested was not in the range of one to seven.

Invalid NUI

This message indicates that there is a syntax error in the command. Common causes of the error are more than 15 digits in a CCITT format NUI, no brackets [“()”] around the NUI field, no characters between the brackets or a CCITT format NUI entered when the PAD is configured for Sprint or Northern Telecom NUIs.

Clear Messages XE "PAD Clear Messages" 
For the following clearxe "clear: messages" and reset messages the entry XXX for the diagnostic code will be replaced with the decimal equivalent of the value in the clear or reset packet.

Call cleared–destination busy : diagnostic = XXX

This message indicates that the destination cannot accept another call. All the available channels are in use. Try again later.

Call cleared–temporary network problem : diagnostic = XXX

This message indicates that a network problem has occurred, try again later. If the problem persists, report it to the company providing the network service.

Called cleared–destination not responding : diagnostic = XXX

This message indicates that the destination is either not acknowledging your request to connect or it is inoperable. Try again later. If the problem persists, contact the destination. The PAD might be turned off or disconnected from the X.25 modem or the PAD may have stopped running.

Call cleared–access barred : diagnostic = XXX

This message indicates that the network has cleared your call because of a closed user group violation. Verify the call establishment procedures with the destination.

Call cleared–address not found : diagnostic = XXX

This message indicates that the network address in the call request command identifies a non-existent destination, i.e. the address is not presently or is no longer assigned. Verify the address and re-enter the call request command. If the condition persists, contact the destination.

Call cleared–collect call refused : diagnostic = XXX

This message indicates that the destination is not willing to accept the charges for the connection. Verify the call establishment procedures and try the call again. If the condition persists, contact the destination.

Call cleared–local procedure error : diagnostic = XXX

This message indicates that a network protocol error has occurred. Try the call again. The number of channels in the PAD may have exceeded the number of channels provided by the X.25 vendor.

Call cleared–remote procedure error : diagnostic = XXX

This message indicates that a destination protocol error has occurred. Try the call again. If the condition persists, contact the destination.

Call cleared–local directive : diagnostic = 000

This message indicates that a virtual circuit has been cleared in response to a clear command from a terminal user.

Call cleared–remote directive : diagnostic = 000

This message indicates that a virtual circuit has been cleared in response to a clear request packet from the destination.

Call cleared–remote request : diagnostic = 000

This message indicates that a virtual circuit has been cleared in response to an X.29 invitation to clear packet from the destination.

Call cleared–invalid facility request : diagnostic = XXX

This message indicates that the destination did not support one of the facilities or facility values in the call request packet. Further information is in the diagnostic code.

Call cleared–cause unknown : diagnostic = XXX

Any illegal clear cause received or one not supported by the PAD. Refer to “X.3 Parameters” for further details.

Reset Messagesxe "reset: messages"
Reset–remote procedure error : diagnostic = XXX

This message indicates that the virtual circuit has been reset because of a destination protocol error.

Reset–local directive : diagnostic = XXX

This message is the PAD’s response to a reset command from the terminal user. 

Reset–remote directive : diagnostic = XXX

This message indicates that the destination has reset the virtual circuit. Data may have been lost. If the condition persists, report it to the destination.

Reset–temporary network problem : diagnostic = XXX

Reset–local procedure error : diagnostic = XXX

These messages indicate that the network has reset the virtual circuit. Data may have been lost. 

Reset–cause unknown : diagnostic = XXX

Any illegal reset cause received or one not supported by the Develcon PAD. Refer to “X.3 Parameters” for further details.

PVC Reset Messagesxe "PVC: reset messages"
Reset–destination not responding : diagnostic = XXX

This PVC message corresponds to the destination being out of order.

Reset–remote DTE operational : diagnostic = XXX

This PVC message corresponds to the destination becoming operational i.e. the PVC is up.

Reset–network operational : diagnostic = XXX

This PVC message corresponds to restarting the packet level with PVC resets on “PVC up” enabled. This usually happens when the PAD is reset.

Network Message Mapping

Reset Cause Codes XE "PAD Reset Cause Codes" 
This table maps CCITT reset cause codes and messages to Develcon messages

CODE
CCITT
Develcon

00
DTE originated
remote directive

01
out of order (PVC)
destination not responding (PVC)

03
remote procedure error
remote procedure error

05
local procedure error
local procedure error

07
network congestion
temporary network problem

09
remote DTE operational (PVC)
remote DTE operational (PVC)

0F
network operational (PVC)
network operational (PVC)

11
incompatible destination
incompatible destination

1D
network out of order
cause unknown

XX

cause unknown

xe "reset: cause codes"

xe "X.28 messages: CCITT versus EDA"
Clear Cause Codes

This table maps CCITT clear cause codes and messages to Develcon messagesxe "clear: cause codes"

xe "X.28 messages: CCITT versus EDA"
CODE
CCITT
Develcon

00
DTE originated
remote directive

01
number busy
destination busy

03
invalid facility request
invalid facility request

05
network congestion
temporary network problem

09
out of order
destination not responding

0B
access barred
access barred

0D
not obtainable
address not found

11
remote procedure error
remote procedure error

13
local procedure error
local procedure error

15
RPOA out of order
cause unknown

19
reverse charging acceptance not subscribed
collect call refused

21
incompatible destination
cause unknown

29
fast select acceptance not subscribed
fast select not subscribed

39
ship absent
cause unknown

XX

cause unknown

xe "reset: cause codes"

xe "X.28 messages: CCITT versus EDA"
Develcon Diagnostic Codes

Athena Access Asynchronous PAD Diagnostic Codes XE "Athena Access Asynchronous PAD Diagnostic Codes" 
CODE (HEX)
CODE(DEC)
DEFINITION

D0
208
reverse charging not allowed

D1
209
invalid throughput class

D2
210
invalid packet size

D3
211
invalid window size

DE
222
interface busy/none available

DF
223
call user data problem

E0
224
interface class problem

E1
225
no memory available

E2
226
interface state or sign-on substate problem

E4
228
X.29 parameter handling routine–input memory queues full

E5
229
no room on output memory queues for received data packet

E7
231
no DTR on PVC interface

E8
232
Terminal is disconnected

xe "reset: cause codes"

xe "X.28 messages: CCITT versus EDA"
ASCII Chart

ASCII to Hexadecimal Conversion Chart


HEX MSD

HEX LSD
0
1
2
3
4
5
6
7

0
NUL
DLE
SP
0
@
P
`
p

1
SOH
DC1
!
1
A
Q
a
q

2
STX
DC2
“
2
B
R
b
r

3
ETX
DC3
#
3
C
S
c
s

4
EOT
DC4
$
4
D
T
d
t

5
ENQ
NAK
%
5
E
U
e
u

6
ACK
SYN
&
6
F
V
f
v

7
BEL
ETB
‘
7
G
W
g
w

8
BS
CAN
(
8
H
X
h
x

9
HT
EM
)
9
I
Y
I
y

A
LF
SUB
*
:
J
Z
j
z

B
VT
ESC
+
;
K
[
k
{

C
FF
FS
,
<
L
\
l
|

D
CR
GS
-
=
M
]
m
}

E
SO
RS
.
>
N
^
n
~

F
SI
US
/
?
O
_
o
DEL

ASCII to Decimal Conversion Chart

DEC
CHAR
DEC
CHAR
DEC
CHAR
DEC
CHAR

0
NUL
32
SP
64
@
96
`

1
SOH
33
!
65
A
97
a

2
STX
34
“
66
B
98
b

3
ETX
35
#
67
C
99
c

4
EOT
36
$
68
D
100
d

5
ENQ
37
%
69
E
101
e

6
ACK
38
&
70
F
102
f

7
BEL
39
‘
71
G
103
g

8
BS
40
(
72
H
104
h

9
HT
41
)
73
I
105
i

10
LF
42
*
74
J
106
j

11
VT
43
+
75
K
107
k

12
FF
44
,
76
L
108
l

13
CR
45
-
77
M
109
m

14
SO
46
.
78
N
110
n

15
SI
47
/
79
O
111
o

16
DLE
48
0
80
P
112
p

17
DC1
49
1
81
Q
113
q

18
DC2
50
2
82
R
114
r

19
DC3
51
3
83
S
115
s

20
DC4
52
4
84
T
116
t

21
NAK
53
5
85
U
117
u

22
SYN
54
6
86
V
118
v

23
ETB
55
7
87
W
119
w

24
CAN
56
8
88
X
120
x

25
EM
57
9
89
Y
121
y

26
SUB
58
:
90
Z
122
x

27
ESC
59
;
91
[
123
{

28
FS
60
<
92
\
124
|

29
GS
61
=
93
]
125
}

30
RS
62
>
94
^
126
~

31
US
63
?
95
_
127
DEL

xe "ASCII characters: converting to decimal"

xe "decimal: converting to ASCII characters"
Look up control letter characters, e.g., Control-A, Control-B and so on by finding the value for the uppercase letter and subtracting 64. For example, Control-A is 65 (A) minus 64 or 1.
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